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Dear Readers,

Guest Editorial

Margarete Hofmann

Efficient and proper spending of the Union’s budget is a key 
element in preserving the trust of EU citizens and in boost-
ing the strength of the European project. Fraud and corruption 
must be fought vigorously and effectively. The ultimate goal 
is a high and equivalent level of protection of the EU’s budget 
throughout the entire territory of the EU. 

Important milestones that changed the institutional and le-
gal landscape for the protection of the Union’s budget were 
reached in 2017. In July, the Directive on the fight against 
fraud to the Union’s financial interests by means of criminal 
law (the PIF Directive) was adopted by the Parliament and 
the Council. In October, the Council adopted − in enhanced 
cooperation among 20 Member States − the Regulation estab-
lishing the European Public Prosecutor’s Office (the EPPO). 
These are crucial developments in the protection of the Un-
ion’s financial interests by means of criminal law.

The criminal law approach to be at taken at the EU level by 
the EPPO will have as natural complement the administra-
tive law approach ensured by OLAF since 1999 as its natural 
complement. We now need to provide for the highest comple-
mentarity between the actions of the EPPO and OLAF. Close 
cooperation between the EPPO and OLAF is necessary, while 
preserving OLAF’s specific characteristics as an independent 
administrative investigation body.

Against this background, the adoption by the Commission of 
its evaluation report on the application of OLAF Regulation 
883/2013 on 2 October 2017 is a most timely development. 
As you will read in this issue, the evaluation concludes that 
Regulation 883/2013 has allowed OLAF to continue deliver-
ing concrete results for the protection of the EU’s budget. It 
brought clear improvements as regards the conduct of inves-
tigations, cooperation with partners, and the rights of persons 
concerned. At the same time, the evaluation highlights some 
shortcomings, which particularly impact the effectiveness and 
efficiency of OLAF’s investigations. 

In response to the evaluation findings and the establishment 
of the EPPO, the Commission is preparing a proposal for the 
amendment of Regulation 883/2013 in 2018. It will ensure that 
the legislation is fit for purpose, so that OLAF can cooperate 

smoothly with the EPPO and has the tools 
it needs to continue fulfilling its mandate. 
The amendment should be in force by the 
time the EPPO becomes operational, en-
suring a seamless transition into the new 
institutional framework (end of 2020). 

First, it will be necessary to organise 
the relationship between the EPPO and 
OLAF in such a way as to create synergies 
and added value and to avoid overlaps. 
The EPPO and OLAF are different bodies 
with different mandates, structures, and 
tools, all of which contribute to the com-
mon goal of protecting the EU’s budget − 
each within its specific mission.

Secondly, OLAF should have at its disposal investigative tools 
and powers appropriate to its mandate, which is to carry out  
administrative investigations. In particular, there is a need to  
increase the coherent application of OLAF´s investigative tools 
across the Member States, to ensure their enforcement and  
to improve the use of OLAF´s reports in judicial proceedings.

Furthermore, one needs to consider clarification of OLAF’s 
mandate and investigative tools in the area of VAT. It is be-
yond doubt that VAT belongs to the financial interests of the 
Union, and we have succeeded in making the EPPO compe-
tent for the most serious criminal cases. Outside these cases 
lies an area in which OLAF can play a greater role, with its 
cross-border and multi-disciplinary approach, to support the 
Member States. Another issue worth considering is the need 
for and possibility for OLAF to have better access to bank ac-
count information, which is necessary to uncover many types 
of financial fraud. 

With so many changes to the legal framework, OLAF will 
continue to play an essential and even enhanced role. It will be 
the EPPO’s natural partner and will also continue to serve its 
purpose as an independent administrative office with a strong 
focus on the recovery of misused funds. 

Margarete Hofmann, Policy Director OLAF
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News
Actualités / Kurzmeldungen

European Union*
Reported by Thomas Wahl (TW) and Cornelia Riehle (CR)

* If not stated otherwise, the news reported in 
the following sections cover the period 16 Octo-
ber 2017 – 15 December 2017.

Foundations

Fundamental Rights

CJEU: Term of Imprisonment Cannot be 
Sole Ground for Expulsion of Long-Term 
Residents

In a judgment of 7 December 2017, the 
CJEU strengthened the rights of third 
country nationals against their expulsion 
if they are long-term residents in EU 
Member States. 

In the case at issue (Case C-636/16, 
Wilber López Pastuzano v. Delegación 
del Gobierno en Navarra), a Columbian 
national was granted a long-term resi-
dence permit in Spain in 2013. In 2014, 
he was sentenced to two prison sentenc-
es, one of 12 months and one of three 
months. Afterwards, Spanish authorities 
ordered his expulsion from Spanish ter-
ritory.

The referring Juzgado de lo Conten-
cioso-Administrativo No 1 de Pamplona 
(Administrative Court No 1, Pamplona, 
Spain) was in doubt as to whether this 
administrative decision was in line with 
Directive 2003/109/EC concerning the 
status of third-country nationals who 

are long-term residents. The Directive 
provides for the reinforced protection 
against expulsion of long-term resi-
dents. According to its Art. 12, Mem-
ber States may take a decision to expel 
a long-term resident solely where he/
she constitutes an actual and sufficiently 
serious threat to public policy or public 
security. Before taking such a decision, 
Member States must consider a number 
of factors: the duration of residence in 
the territory; the age of the person con-
cerned; the consequences for the person 
concerned and family members; and any 
links with the country of residence or 
the absence of links with the country of 
origin.

The referring court observed that 
there are two different sets of rules relat-
ing to the expulsion of long-term resi-
dents in the Spanish legal system. Ac-
cordingly, and as interpreted by several 
Spanish courts, the reinforced protection 
of long-term residents is only granted in 
the case of decisions to expel adopted as 
a penalty for certain administrative of-
fences. In case of a sentence to a more 
than one-year term of imprisonment, 
expulsion is ordered by Spanish courts 
without further assessment, since expul-

sion is considered a legal consequence 
stemming from a conviction for willful 
misconduct. 

The CJEU ruled that this practice 
is not compatible with said Directive. 
Union law precludes legislation of a 
Member State, which, as interpreted by 
some of the courts of that Member State, 
does not provide for the application of 
the requirements of reinforced protection 
to all administrative expulsion decisions 
against the expulsion of a third country 
national who is a long-term resident. 
The protection must be applied regard-
less of the legal nature of that measure 
or the detailed rules governing it. There-
fore, the factors for weighing up whether 
an expulsion can be ordered or not must 
be considered even if the expulsion was 
the result of a criminal conviction. The 
term of imprisonment cannot be the sole 
reason for a decision to expel. (TW)
eucrim ID=1704001

Dublin III Regulation: Effective Remedy 
for Asylum Seeker to Invoke Expiry  
of Removal Period

On 25 October 2017, the CJEU deliv-
ered a judgment on the interpretation 
of the Dublin III Regulation in the light 
of Art. 47 CFR, which provides for 
the right to an effective remedy (Case 
C-201/16, Majid Shiri v Bundesamt für 
Fremdenwesen und Asyl). 

Regulation (EU) No 604/2013 (Dub-
lin III) provides a mechanism for de-
termining which country is responsible 
for examining an application for inter-
national protection lodged in one of the 

http://www.orac.ie/website/orac/oracwebsite.nsf/page/eudublinIIIregulation-main-en
https://eucrim.mpicc.de/news.php?id=1704001
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EU Member States by a third country 
national or a stateless person. 

In the case at issue, an Iranian nation-
al, Mr. Shiri, entered EU territory via 
Bulgaria and lodged an application for 
international protection there. Shortly 
after, he lodged another application for 
international protection in Austria. The 
Bulgarian authorities agreed to take the 
applicant back according to the Dublin 
rules. However, Mr. Shiri challenged the 
decision to deport him to Bulgaria, ar-
guing that the Republic of Austria had 
become the Member State responsible 
for examining his application for in-
ternational protection because the six-
month period for a transfer, as defined 
in Article 29(1) and (2) of the Dublin III 
Regulation, had expired. 

The referring Austrian upper admin-
istrative court posed the question as to 
whether the expiry of the six-month period 
is sufficient in itself to result in a transfer 
of responsibility between Member States. 
It also raised the question as to whether an 
applicant for international protection can 
invoke such a transfer of responsibility 
before the court or tribunal of the Member 
State in which he is staying.

The CJEU confirmed both questions. 
First, it decided that if the transfer does 
not take place within the six-month time 
limit, responsibility is automatically 
transferred to the Member State which 
requested that charge be taken of the 
person concerned (in this instance, Aus-
tria), without the Member State respon-
sible (in this instance, Bulgaria) having 
to refuse to take charge of, or take back, 
that person. The Court argued that this 
results not only from the wording of 
Art. 29 of the Dublin III Regulation but 
also from its objective to rapidly process 
applications for international protection. 

Second, the CJEU ruled that the pro-
vision of the Dublin III Regulation which 
lays down that the applicant should have 
the right to an effective remedy − in the 
form of an appeal or a review, in fact and 
in law − against a transfer decision be-
fore a court or tribunal (Art. 27), must 
be read in the light of Art. 47 CFR. This 

means that an applicant applying for inter-
national protection must have an effective 
and rapid remedy available to him that 
enables him to rely on the expiry of the 
six-month period as defined in Art. 29(1) 

and (2) of the Dublin III Regulation. This 
holds true irrespective of whether the pe-
riod expired before or after adoption of 
the transfer decision. (TW)
eucrim ID=1704002

Area of Freedom, Security and Justice: 
The Untapped Potential

The European Parliament is preparing another report on the cost of non-Europe in the 
Area on Freedom, Security and Justice (AFSJ). 
On 7 November 2017, the EP, together with the European University Institute organised 
an event to reflect on this topic after an initiative of the European Parliament’s Com-
mittee on Civil Liberties, Justice & Home Affairs (LIBE) in October 2016 (for the costs 
of non-Europe debate in the AFSJ, see eucrim 2/2016).  
EPRS Policy Analyst Dr. Wouter van Ballegooij presented a briefing paper that maps 
the current gaps and barriers in the main policy areas covered by the AFSJ. It also 
estimates their impacts on the establishment of this area. It measures both economic 
impacts and those on individuals in terms of protecting their fundamental rights and 
freedoms. Ultimately, it assesses options for action at EU level to address the identi-
fied gaps and barriers together with an estimation of their potential costs and benefits.
At the event, Van Ballegooij reviewed the untapped potential of the AFSJ in light of 
challenges to the following issues:
�� Upholding democracy, the rule of law, and fundamental rights in the Member States;
�� Ensuring a high level of security in the fight against corruption, organised crime, 
and terrorism;
�� Guaranteeing the right to asylum, protecting external borders; and
�� Developing a common migration policy.

The intermediate results of the research conducted by EPRS show that the gaps and 
barriers in EU cooperation and action in the various areas covered by the AFSJ are 
interlinked. Free movement within the Schengen area was undermined by the EU’s 
inability to respond properly to the refugee crisis. Effectively fighting corruption is 
illusory in a state in which the rule of law is not respected. Similarly, lack of action 
against discrimination and racism, and maltreatment in prison, undermine efforts in 
the fight against crime and terrorism. 
Van Ballegooij stressed that more EU action and cooperation to complete the AFSJ is 
essential to allow individuals to fully enjoy their fundamental rights and improve their 
material and immaterial well-being, thereby enhancing their trust in the EU based on 
its ability to deliver concrete benefits in their daily lives. Further cooperation and ac-
tion will also make EU societies more secure, free, and prosperous through the pool-
ing of resources and boosting of economic growth.
A roundtable discussion between EUI experts followed, including statements by Prof. 
Deirdre Curtin, Prof. Sergio Carrera, and Emilio De Capitani (former head of the LIBE 
secretariat). Discussions showed the need to engage with citizens on the future de-
velopment of an area that directly and profoundly touches their freedoms and collec-
tive security. 
Wolfgang Hiller, Director of Impact Assessment and European Added Value at EPRS 
concluded that an economic assessment of the impacts in an area covering such 
heterogeneous and sensitive policies is often very difficult or less relevant. In general, 
Justice and Home Affairs policies are among the worst performers in terms of better 
regulation. Evidence based policies should however also be developed here, includ-
ing through this Cost of Non-Europe report.
Next to the briefing paper, the event’s website also leads to videos of the event on 
the EP’s You Tube webpage and other related information. For a first product out of 
the new debate on the costs of non-Europe in the AFSJ regarding procedural rights 
and detention conditions, see below under “Procedural Criminal Law > Procedural 
Safeguards”. (TW)

eucrim ID=1704003

  Report

https://eucrim.mpicc.de/news.php?id=1704002
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Area of Freedom, Security  
and Justice

UK Government’s Practice: JHA opt-in 
and Schengen opt-out
In October 2017, the UK Home Office 
published documents explaining how 
the UK applies Protocols 19 and 20 of 
the Lisbon Treaty. The Protocols lay 
down the UK’s “special relationship” 
with the EU when it comes to measures 
in the area of justice and home affairs 
and Schengen rules. The UK is allowed 
to decide − on a case-by-case basis − 
whether or not it will be bound by such 
EU legislation (so-called opt-ins and 
opt-outs).

The first paper explains the back-
ground of the opt-ins and opt-outs, the 
UK government’s approach to partici-
pation in EU JHA legislation, and the 
enhanced scrutiny arrangements in 2011 
for government decisions on this partici-
pation. 

The second paper outlines the actions 
that government departments will take to 
ensure JHA opt-in and Schengen opt-out 
decisions, in particular how the views of 
Parliament are taken into account in the 
process. The procedure was first outlined 
in 2008 and applied after the entry into 
force of the Lisbon Treaty; it was then 
further enhanced during 2011 and 2012. 

The third paper describes JHA opt-in 
and Schengen opt-out decisions taken 
between 1 December 2009 and the pre-
sent. It lists the proposals as well as those 
the government is currently considering 
and those on which a decision is expect-
ed in the next few months. It further pro-
vides links to ministerial statements on 
the decision to opt-in or not. (TW)
eucrim ID=1704004

EU and USA Discuss Common Actions 
in Justice and Home Affairs
On 17 November 2017, the EU-U.S. 
Ministerial Meeting on Justice and Home 
Affairs took place in Washington, D.C. 
At the top of the agenda were common 
actions against the threat of terrorism 
and terrorist financing as well as drug 

trafficking and access to electronic evi-
dence. 

One focus was the sharing of air pas-
senger information, in particular PNR 
data, the importance of which for opera-
tional cooperation was highlighted. Fur-
thermore, the state of play of the imple-
mentation of the EU PNR framework, 
which will be in place by May 2018, 
was discussed. Other issues included:
�� Joint measures to address threats rang-

ing from terrorism to aviation security;
�� Better U.S.-EU cooperation in com-

bating terrorism financing and money 
laundering, including cooperation with-
in the Financial Action Task Force; 
�� Joint actions to counter the misuse 

of the Internet for terrorist purposes, in 
cooperation with multiple stakeholders, 
including the private sector and civil so-
ciety;
�� The conclusions of the 14 November 

2017 EU-US Cyber Dialogue;
�� Establishment of a regular dialogue 

on legislative and judicial developments 
as regards electronic evidence;
�� Continuation of efforts (e.g., joint 

EU-U.S. operations) to counter the pro-
duction and trafficking of cocaine and 
illicit opioids.

The participants at the ministerial 
meeting agreed to remain committed to 
continuing their mutual work. The next 
joint meeting will take place during 
the first half of 2018 in Sofia, Bulgaria. 
(TW)
eucrim ID=1704005

Schengen

Legislation on Entry-Exit System 
Passed
On 30 November 2017, the Council and 
the European Parliament signed legisla-
tion for the establishment of the Entry-
Exit System (EES). The final acts were 
published in the Official Journal of 
9 December 2017, L 327.

The Commission proposed the EES 
in April 2016 within the framework of a 
“smart borders” package. It was consid-

ered a priority file; Council and EP were 
urged to swiftly adopt the EU legisla-
tion. For the legislative process, see also 
eucrim 3/2017, pp. 97-98 and 2/2017, 
pp. 57-58.

The system is an additional European 
large-scale IT system, designed to reg-
ister information on non-EU nationals, 
e.g., name, travel documents, finger-
prints, facial image, date and place of 
entry/exit/refused entry into the Schen-
gen area. It will apply both to travellers 
requiring a visa and to visa-exempt trav-
ellers admitted for a short stay of 90 days 
(in any of a 180-day period), who cross 
the Schengen area’s external borders. 
The main purpose is to facilitate Schen-
gen border management by replacing 
the manual stamping of passports and 
speeding up border crossings. It will fur-
ther aid in easily detecting over-stayers 
as well as document or identity fraud. 
Law enforcement authorities, including 
Europol, will have access to the travel 
history records, meaning that the EES 
has also been designed to strengthen in-
ternal security and the fight against ter-
rorism.

A major issue during the negotiations 
was the data retention period. The final 
text now foresees that the personal data 
of third-country nationals who have re-
spected the duration of authorised stay 
and third-country nationals whose entry 
into the EU for a short stay has been re-
fused be kept for a period of three years; 
the personal data of third–country na-
tionals who have not exited the territory 
of the Member States within the author-
ised period of stay are stored for a period 
of five years. 

The EES will consist of the following:
�� A central system;
�� National uniform interfaces in each 

Member State;
�� Technical features that ensure inter-

operability between the EES and the 
Visa Information System.

The European agency for the opera-
tional management of large-scale infor-
mation systems in the area of freedom, 
security and justice (eu-LISA) will 

https://eucrim.mpicc.de/news.php?id=17004
https://eucrim.mpicc.de/news.php?id=1704005
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establish the technical infrastructure 
together with the Member States. It is 
expected that the system will be opera-
tional by 2020. (TW)
eucrim ID=1704006

Legislation

EU Sets out Legislative Priorities  
for 2018–2019
On 14 December 2017, European Com-
mission President Jean-Claude Juncker, 
President of the European Parliament, 
Antonio Tajani, and the holder of the 
rotating Council Presidency and Prime 
Minister of Estonia, Jüri Ratas, signed 
a Joint Declaration that sets out the EU’s 
top legislative priorities for 2018-2019. 

An additional working document to 
the Joint Declaration lists 31 new legis-
lative proposals as tabled by the Com-
mission. It also includes current pro-
posals that are in the pipeline, which 
will be given priority treatment by the 
Parliament and the Council for adop-
tion or substantial progress by the time 
the European Parliament elections take 
place in 2019.

In the area of home and justice af-
fairs, the Declaration determines inter 
alia the following subject matters, which 
will play a central role in the upcoming 
months:
�� Better knowledge of persons crossing 

the EU’s common external borders;
�� Interoperability of EU information 

systems for security purposes;
�� Criminal records; 
�� Strengthening instruments on the 

fight against terrorism and money laun-
dering;
�� Enhancing cybersecurity.

In addition, the Declaration also calls 
for significant progress on tackling tax 
fraud, tax evasion, and tax avoidance 
as well as ensuring a sound and fair tax 
system. 

The Joint Declaration on the EU’s top 
legislative priorities in the coming year 
is part of the Interinstitutional Agree-
ment on Better Law-Making between 

the EU institutions in March 2016. It 
also reflects the promise of Commis-
sion President Juncker that the Europe-
an Commission “will be big on the big 
things that really matter to our citizens” 
under his watch. (TW) 
eucrim ID=1704007

Institutions

oLAF

Pilot Group Meeting with African 
Partners
Fraud does not stop at the EU’s borders. 
EU funds are also spent in third coun-
tries, e.g. for development and humani-
tarian aid. Therefore, strengthening part-
nerships with countries and institutions 
outside the European Union is important 
for the investigation of fraud. 

This was the aim of the eighth confer-
ence organised by OLAF and involving 
its African partners on 19-20 October 
2017 in Brussels. Participants included 
representatives from 12 African coun-
tries and 22 national, European, and 
international institutions (e.g., national 
financial inspection and audit bodies, 
anti-fraud offices, the African Develop-
ment Bank, the Office of Integrity and 
Anti-corruption of the African Union 
Commission, the European Investment 
Bank, the World Bank, and several EU 
delegations).

Participants discussed emerging 
trends and solutions to challenges posed 
by fraud when it affects several coun-
tries and continents. OLAF contributed 
experience on recent investigations con-
ducted in both Northern and Sub-Saha-
ran Africa.  

The conference is part of a series 
of so-called Pilot Group meetings, 
which started in 2007 and which aim 
to strengthen the cooperation between 
OLAF and African national authorities 
as well as to enhance EU-Africa and 
trans-African cooperation. (TW)
eucrim ID=1704008

Joint Customs operation “Cerberus” 
Takes €6.4 Million from Black Cash 
Market

With the support of OLAF and Europol, 
the customs services of 27 EU Member 
States and Norway succeeded in seizing 
€6.4 million from the illegal smuggling 
of cash across EU borders. The Joint 
Customs Operation, called “Cerberus,” 
was coordinated by the French Direction 
Générale des Douanes et Droits Indi-
rects and the Spanish Agencia Tributar-
ia. It aimed at controlling the failure to 
declare cash in order to fight organised 
crime, money laundering, and terror-
ism financing. Controls focused on the 
physical cash entering or leaving the Eu-
ropean Union. OLAF reported that the 
use of sniffer dogs that are able to de-
tect cash considerably contributed to the 
success of the operation. They detected 
more than €978,000. (TW)
eucrim ID=1704009

European Public Prosecutor’s Office

netherlands Willing to Join EPPo 
Scheme
According to the coalition agreement of 
the new government of the Netherlands, 
a decision will be taken to join the new 
European body designed to investigate, 
prosecute, and charge offenses affecting 
the EU’s financial interests. To date, 20 
EU Member States are participating in 
the Regulation establishing the Europe-
an Public Prosecutor’s Office by means 
of enhanced cooperation (for further de-
tails, see eucrim 3/2017, pp. 102-104). 
The previous government of the Neth-
erlands had rejected participation in 
enhanced cooperation, arguing mainly 
that the EPPO will shift too many com-
petences to Brussels. (TW)
eucrim ID=1704010

Europol

new Executive Director
On 6 December 2017, the Council put 
Catherine De Bolle from Belgium for-

https://eucrim.mpicc.de/news.php?id=1704006
https://eucrim.mpicc.de/news.php?id=1704007
https://eucrim.mpicc.de/news.php?id=1704008
https://eucrim.mpicc.de/news.php?id=1704009
https://eucrim.mpicc.de/news.php?id=1704010
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ward for selection as the next executive 
director of Europol. Catherine de Bolle 
was chief commissioner of the Belgian 
federal police since March 2012.

Europol’s executive director is select-
ed from a list of candidates proposed by 
its management board. Once confirmed 
by the Council, the selected candidate 
is heard by the LIBE committee of the 
European Parliament, which then issues 
a non-binding opinion. Following this, 
the selected candidate can be appointed 
by the Council for a four-year term, re-
newable once. The term of the current 
executive director, Rob Wainwright, ex-
pires on 1 May 2018. (CR)
eucrim ID=1704011

SIRIUS Platform Launched
On 30 October 2017, Europol officially 
launched a secure web platform called 
“SIRIUS” that allows law enforcement 

professionals to share knowledge, best 
practices, and expertise in the field of 
Internet-facilitated criminal investiga-
tions, with a special focus on counter-
terrorism. 

Via SIRIUS, investigators will be 
able to quickly and efficiently exchange 
know-how, manuals, and advice as well 
as tools to help them analyse the infor-
mation received by the different online 
service providers. Furthermore, SIRIUS 
shall help streamline requests to online 
service providers and improve the qual-
ity of the responses. (CR)
eucrim ID=1704012

Eurojust

new Vice-President
On 5 December 2017, Filippo Spiezia, 
National Member for Italy since Janu-

ary 2016, was elected Vice-President of 
Eurojust for a three-year term. He is suc-
cessor to former Vice-President Ladislav 
Hamran, who was elected President of 
Eurojust in October (see eucrim 3/2017, 
p. 105).

Before joining Eurojust, Mr. Spie-
zia has served as public prosecutor for 
28 years with several positions at the 
National Anti-mafia and Anti-terrorism 
Directorate in Rome. He also published 
a prize-winning book on the trafficking 
and exploitation of human beings. (CR)
eucrim ID=1704013

new national Members for Belgium 
and Greece
In December 2017, Hilde Vandevoorde 
was appointed National Member for 
Belgium at Eurojust for a five-year 
period. Before joining Eurojust, Ms. 
Vandevoorde served as Head of the Spe-
cial Missions Unit in charge of special 
investigation techniques at the Belgian 
Federal Prosecutor’s Office.

Furthermore, in October 2017, Paris 
Adamis, former Chief Prosecutor for the 
Police Office for International Coopera-
tion at the Greek Ministry of the Interior 
(S.I.Re.N.E) was appointed National 
Member for Greece at Eurojust. (CR)
eucrim ID=1704014

Letter of Understanding with EEAS 
Signed
On 10 October 2017, Eurojust signed 
a Letter of Understanding with the Eu-
ropean Union External Action Service 
(EEAS), providing a framework for the 
regular exchange of non-operational 
strategic information and experience. 
This information particularly concerns 
the areas of counter-terrorism, cyber-
crime, illegal immigrant smuggling, and 
trafficking in human beings. 

The EEAS is the EU’s diplomatic ser-
vice that helps the EU’s foreign affairs 
chief (the High Representative for For-
eign Affairs and Security Policy) carry 
out the Union’s Common Foreign and 
Security Policy. (CR)
eucrim ID=1704015

Expert Workshop on the Amendment of oLAF Regulation 883/2013

On 15 December 2017, a workshop on the amendment of Regulation 883/2013 (hereaf-
ter “the Regulation”) took place involving Commission services, representatives of the 
Network of Associations for European Criminal Law and the Protection of the Finan-
cial Interests (PIF) of the EU, and representatives of the European Criminal Bar Asso-
ciation. The event was organised against the background of the targeted stakeholder 
consultation for amendment of Regulation 883/2013.
The discussion covered the main objectives of the announced proposal to amend the 
Regulation: adapting it to the establishment of the European Public Prosecutor’s Office 
(EPPO) and enhancing the effectiveness of OLAF’s investigative function. 
There was agreement on the first topic among the participants regarding the neces-
sity to amend the Regulation in order to ensure that OLAF and the EPPO can exercise 
their respective mandates effectively. The following issues were discussed in par-
ticular:
�� The principles, mechanisms, and arrangements that could ensure a flawless coor-
dination between OLAF and the EPPO; 
�� The ways how the application of the principle of non-duplication of OLAF and EPPO 
investigations could be balanced with the need to carry out complementary meas-
ures for different purposes other than the investigation of criminal conduct; 
�� The main support activities that OLAF could offer in support of the EPPO and under 
which conditions. 

The participants also explored and debated how to enhance the effectiveness of 
OLAF’s investigations across the Member States from a wide range of perspectives:
�� Coherent application of the investigative tools available to OLAF across the Mem-
ber States;
�� Possibilities of reinforcing the enforcement of OLAF’s investigative powers;
�� Possibilities by which to improve the admissibility of OLAF’s reports as evidence in 
national judicial proceedings.  

The expressed views, ideas, and proposed solutions and approaches will be consid-
ered in preparation of the proposal for the amendment of Regulation 883/2013. 

  Report

https://eucrim.mpicc.de/news.php?id=1704011
https://eucrim.mpicc.de/news.php?id=1704012
https://eucrim.mpicc.de/news.php?id=1704013
https://eucrim.mpicc.de/news.php?id=1704014
https://eucrim.mpicc.de/news.php?id=1704015
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European Judicial network (EJn)

Forms Assisting Mutual Enforcement  
of Financial Penalties
In November 2017, the EJN Secretariat 
published five standardised forms to 
facilitate the procedure for enforce-
ment of cross-border financial penalties 
as laid down by Framework Decision 
2005/214/JHA. The use of the forms is 
voluntary and has no legislative effect. 
The forms are available in 23 languages 
in the Judicial Library on the EJN web-
site, together with an Explanatory Mem-
orandum.

The standardisation of the procedure 
regarding the mutual recognition of fi-
nancial penalties was initiated by Ger-
many. Its purpose is to streamline the 
mechanism for the execution of cross-
border financial penalties, and to reduce 
the financial and administrative burdens 
linked to the procedure. (CR)
eucrim ID=1704016

Frontex

Progress Report on European Border 
and Coast Guard
On 15 November 2017, the European 
Commission has published an Annex 
to its Progress Report on the European 
Agenda on Migration, looking at the Eu-
ropean Border and Coast Guard Agency 
(Frontex). The report offers an overview 
on the number of human resources de-
ployed to various EU Member States in 
2017, Frontex’ rapid reaction capabili-
ties (including the rapid reaction equip-
ment pool), and the state of play of Fron-
tex’ vulnerability assessments. (CR)
eucrim ID=1704017

Information Leaflet 
In November 2017, the European Com-
mission published a leaflet giving a short 
overview on the new mandate, role, and 
tasks of the European Border and Coast 
Guard Agency (Frontex). 

The leaflet outlines the steps that have 
been completed to a fully operational 

European Border and Coast Guard, e.g. 
the availability of 1.500 border guards 
under the Rapid Reaction Pool and the 
launch of three new return pools to sup-
port Member States in organising and 
coordinating return operations. (CR)
eucrim ID=1704018

Headquarter Agreement in Force
On 1 November 2017, Frontex Head-
quarters Agreement with the Repub-
lic of Poland entered into force. The 
agreement defines the legal status of 
the Agency and its staff in Poland and 
allows the Agency to build its new head-
quarters in Warsaw on land provided by 
the Polish government. It also foresees 
the establishment of an accredited Euro-
pean School for the children of Agency 
staff. Frontex celebrated this occasion 
on 21 November 2017. (CR)
eucrim ID=1704019

Vulnerability Assessment Completed 
By mid-October, Frontex completed 
its first set of vulnerability assessments 
in all EU Member States, covering the 
management of information related 
to border control, border surveillance, 
border checks, and risk analysis as well 
as registration, screening, and referral 
mechanisms.

These annual assessments aim to al-
low Frontex to create an EU-wide over-
view of available border control means 
and capacities. They also help identify 
potential weaknesses in EU Member 
States’ abilities to handle increased mi-
gratory pressure at their borders. 

Frontex delivers an individual assess-
ment for each EU Member State, fol-
lowed by recommendations. (CR)
eucrim ID=1704020

Agency for Fundamental Rights (FRA)

Fundamental Rights Platform  
Takes Up Work 
Following the election of its members 
in June 2017, the newly founded FRA 
Fundamental Rights Platform (FRP) 

panel held its first meeting in Vienna on 
9-10 November 2017. The Fundamental 
Rights Platform is a working method 
offered for developing a structured re-
lationship and exchange of information 
with civil society organisations active in 
the fields of fundamental rights at the na-
tional, European and international level.

The FRP aims at:
�� Facilitating the exchange of informa-

tion and pooling of knowledge;
�� Bringing relevant civil society exper-

tise, knowledge and information to FRA 
work;
�� Communicating FRA evidence in or-

der to achieve impact (e.g. by bringing 
FRA project results to decision-makers 
and the media);
�� Raising awareness of fundamental 

rights;
�� Empowering and strengthening civil 

society.
FRA stressed that the FRP is only a 

“working method”, i.e. a technical plat-
form in order to bring together the rel-
evant civil society organisations from 
EU countries or countries having an ob-
server status with the FRA. It is not an 
organisational body, without any status 
of “membership”. FRA is however coor-
dinating the platform. (CR)
eucrim ID=1704021

Information on Violence Against 
Women
In December 2017, FRA published an 
easy-to-read booklet briefly informing 
women about the laws against hurting 
women and what can be done about it. 
The booklet is based on a survey con-
ducted by FRA with 40.000 women in 
the EU. It asked if anyone had been vio-
lent to them in the form of physical vio-
lence, emotional abuse, rape, or stalking. 
According to the survey, the women re-
plied as follows:
�� 1 in 3 women was physically hurt 

from someone; 
�� Almost half of the women were emo-

tionally abused by her partner;
�� About 1 out of 20 women was raped;
�� Almost 1 in 5 women was stalked. 

https://www.ejn-crimjust.europa.eu/ejn/libcategories.aspx?Id=25
https://www.ejn-crimjust.europa.eu/ejn/libdocumentproperties.aspx?Id=1984
https://www.ejn-crimjust.europa.eu/ejn/libdocumentproperties.aspx?Id=1984
https://eucrim.mpicc.de/news.php?id=1704016
https://eucrim.mpicc.de/news.php?id=1704017
https://eucrim.mpicc.de/news.php?id=1704018
https://eucrim.mpicc.de/news.php?id=1704019
https://eucrim.mpicc.de/news.php?id=1704020
https://eucrim.mpicc.de/news.php?id=1704021
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The survey also revealed that only half 
of the women know that there are laws 
against hurting women. The booklet con-
cludes that the survey will be repeated in 
order to see if the laws are working. (CR)
eucrim ID=1704022

Specific Areas of Crime /  
Substantive Criminal Law

Protection of Financial Interests 

CJEU Avoids Clash with Italian 
Constitutional Court: “Taricco Rule” 
need not Be Followed Absolutely

On 5 December 2017, the CJEU deliv-
ered its highly anticipated judgment in 
Case C-42/17 (criminal proceedings 
against M.A.S. and M.B.). It comes af-
ter the rather tough opinion delivered by 
Advocate General Yves Bot on 18 July 
2017 (see eucrim 3/2017, p. 107). 

The CJEU had to respond to the Ital-
ian Constitutional Court (ICC), which 
sought clarification on the interpretation 
of the rule put forth by the CJEU in the 
landmark “Taricco judgment” of 8 Sep-
tember 2015 (Case C-105/14). In this 
judgment, the CJEU actually held that 
a national criminal court, if need be, is 
required to disapply national legislation 
on limitation periods that precludes, in a 
significant number of cases, the punish-
ment of serious fraud affecting the EU’s 
financial interests or imposes shorter 
limitation periods for fraud affecting the 
EU’s financial interests than for fraud af-
fecting the financial interests of the state. 
The CJEU argued that national courts 
must give full effect to Art. 325 TFEU, 
which anchors the Member States’ obli-
gation to protect the EU’s financial inter-
ests in primary Union law.

In essence, Italian courts questioned 
whether the rule of disapplication in ac-
cordance with the Taricco judgment is 
also required even if:
�� It may not comply with the principle 

of legality of criminal proceedings;

�� It is at variance with the overriding 
principles of the Italian constitution or 
with the inalienable rights of the indi-
vidual.

For the facts of the case and the ar-
guments by the ICC, see further eucrim 
3/2017, p. 107.

In its judgment of 5 December 2017, 
the CJEU reaffirmed that Art. 325 TFEU 
implies several obligations for the Mem-
ber States, e.g.:
�� In cases of serious fraud affecting 

the EU’s financial interests in relation 
to VAT, effective and deterrent criminal 
penalties must be adopted;
�� Limitation rules must be laid down by 

national (criminal) law in such a man-
ner that allows effective punishment of 
infringements linked to such fraud; 
�� National provisions, including rules 

on limitation, must be disapplied if their 
application prevents effective and deter-
rent penalties in proceedings concerning 
serious VAT infringements.

The CJEU concedes, however, that 
the national criminal court must ensure 
that the fundamental rights of accused 
persons are observed if they decide to 
disapply the provisions of the criminal 
code. Since the rules on limitation form 
part of substantive criminal law under 
Italian law, the Italian courts cannot dis-
regard the principle that offences and 
penalties must be defined by law. This 
principle prevails over the effective col-
lection of the EU’s financial resources, 
following from Art. 325 TFEU. In this 
context, the CJEU points out the im-
portance accorded to the principle that 
offences and penalties must be defined 
by law, both in the EU legal order and 
in national legal systems. This concerns 
the requirements of foreseeability, preci-
sion, and non-retroactivity. In conclu-
sion, the CJEU decided as follows:
�� The national court has to ascertain 

whether the finding required by the Tar-
icco judgment – that the provisions of 
the criminal code at issue prevents the 
imposition of effective and deterrent 
criminal penalties in a significant num-
ber of cases of serious fraud affecting the 

financial interests of the Union – leads to 
a situation of uncertainty in the Italian 
legal system. This uncertainty affects 
the determination of the applicable limi-
tation rules, which would be in breach 
of the principle that the applicable law 
must be precise. If this is indeed the 
case, the national court is not obliged to 
disapply the provisions of the criminal 
code at issue.
�� The requirements of foreseeability, 

precision, and non-retroactivity preclude 
the national court from disapplying the 
provisions of the Criminal Code at is-
sue in proceedings concerning persons 
accused of committing VAT infringe-
ments before the delivery of the Taric-
co judgment.

The CJEU’s ruling is one of the rare 
examples when the judges in Luxem-
bourg do not follow the opinion of the 
Advocate General. While the AG argued 
that the Italian courts must also disapply 
the provisions on limitation in the pres-
ent case, since none of the principles put 
forward are given, the CJEU clearly tries 
to reconcile the effective fight against 
VAT fraud affecting the EU’s financial 
interests with important principles of 
national criminal law, e.g., the legal-
ity principle. This is likely intended to 
prevent Italian courts from having to 
trigger the “counter limits” doctrine and 
disobey the CJEU’s ruling if the Taricco 
rule were to be applied without limits. 
(TW)
eucrim ID=1704023

Commission Proposes new Legislation 
to Tackle VAT Fraud
On 30 November 2017, the European 
Commission tabled legislative propos-
als that include several key measures 
to combat VAT fraud. The measures es-
sentially target the better exchange of 
more relevant information and closer 
cooperation in the fight against criminal 
activities that misuse the current EU’s 
VAT system. In particular, they aim at 
countering major problems in relation 
to various forms of VAT fraud, such as 
missing trader and carousel fraud, VAT 

https://eucrim.mpicc.de/news.php?id=1704022
https://eucrim.mpicc.de/news.php?id=1704023
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fraud arising from imports from outside 
the EU, and VAT fraud in the sale of sec-
ond-hand cars.

The key measures of the planned leg-
islation are the following.
�� Strengthening cooperation between 

EU Member States:
�y Putting in place an online system 

for information sharing within “Eu-
rofisc” – the EU’s network of national 
analysts working in different areas of 
fraud risk;
�y Joint audits, which will allow offi-

cials from two or more national tax 
authorities to form a single audit team 
in order to combat fraud, especially in 
the e-commerce sector;
�y New powers for Eurofisc to coordi-

nate cross-border investigations.
�� Cooperation with European law en-

forcement bodies:
�y Opening new lines of communication 

with OLAF, Europol, and the newly 
created European Public Prosecutor’s 
Office (EPPO) in order to tackle sus-
pected cross-border activities;
�y Cross-checking of national informa-

tion with criminal records, databases, 
and other information held by Eu-
ropol and OLAF.
�� Sharing information on imports: New 

rules will be introduced to share infor-
mation among the tax and customs au-
thorities on goods coming into the EU 
from outside.
�y Access to car registration data: Eu-

rofisc officials would be given access 
to car registration data from other 
Member States in order to tackle a 
specific type of fraud whereby re-
cent or new cars, for which the entire 
amount is taxable, can be sold as sec-
ond-hand goods, for which only the 
profit margin is subject to VAT.

The fight against cross-border VAT fraud 
is one of the top priorities of the Com-
mission. The presented measures follow 
up on the “cornerstones” for a new de-
finitive single EU VAT area, proposed 
by the Commission in a communication 
of October 2017, and on the VAT Ac-
tion Plan towards a single EU VAT area, 

presented in April 2016. Measures in the 
area of VAT must be unanimously adopt-
ed in the Council; the European Parlia-
ment is only consulted. (TW)
eucrim ID=1704024

ECA Reprimands Commission and 
Member States for Ineffective Import 
Controls

On 5 December 2017, the European 
Court of Auditors (ECA) presented a 
special report on the import procedures 
of the Commission and Member States 
when they examine goods entering from 
outside the EU. The ECA members 
found significant weaknesses (both in 
the legislation and in the implementation 
of controls in Member States’ practice). 
They also identified loopholes, which 
indicate that the controls are not being 
applied effectively, therefore adversely 
affecting the EU’s financial interests.

The report makes several initial ob-
servations, inter alia:
�� The current system does not prioritise 

the importance of custom duties as a fi-
nancing source of the EU budget;
�� The EU’s tools and programmes for 

exchanging customs information and 
increasing cooperation have not reached 
their full potential;
�� Member States do not follow a uni-

form approach towards customs control 
of imports, which can lead to underpay-
ment of customs duties.

The report lists the following loop-
holes in the customs control of imports:
�� Member States do not carry out pre-

arrival controls to protect the EU’s fi-
nancial interests; 
�� Member States do not always carry 

out the controls suggested by their risk 
management systems;
�� The level of post-release controls does 

not compensate for the decrease in release 
controls on simplified procedures; 
�� Post-release controls rarely cover im-

ports in other Member States;
�� The lack of checks on customs relief 

for low value consignments is leading to 
underpayment of customs duties.
�� Ultimately, the report makes several 

recommendations addressed to both the 
Commission and the EU Member States. 
Accordingly, the Commission should 
undertake the following:
�� Develop a methodology and make 

periodic estimates of the customs gap 
(as from 2019), taking into account their 
results in the allocation of resources and 
when setting operational targets; 
�� Consider all available options to 

strengthen support for national customs 
services in their important EU role in the 
new Multiannual Financial Framework, 
including a review of the appropriate 
rate of collection costs; 
�� Propose that the next EU action 

programmes, supporting the Customs 
union, should be used to contribute fi-
nancial sustainability to the customs Eu-
ropean Information Systems; 
�� Formulate more precise requests in a 

Mutual Assistance communication, en-
suring their uniform implementation by 
Member States; 
�� Propose amendments to customs leg-

islation in 2018, making it compulsory 
to indicate the consignor in the customs 
import declaration. 

The Member States are called on to 
implement the following recommenda-
tions: 
�� Make overrides of controls suggested 

by a particular risk filter conditional on 
prior or immediate hierarchical approval; 
�� Introduce checks in their electronic re-

lease systems to block import declarations 
applying for duty relief on goods with de-
clared value above €150 or for commer-
cial consignments declared as gifts; 
�� Set up investigation plans to tackle 

abuse of this relief on e-commerce 
goods trade with non-EU countries. 

The special report by the ECA also 
includes the responses of the Commis-
sion to its findings. According to the 
Commission, the major findings concern 
shortcomings in the control by Member 
States that have full responsibility to en-
sure effective customs controls. In addi-
tion, the Commission explains whether 
or not it follows the recommendations 
made by the ECA to it. 

http://europa.eu/rapid/press-release_IP-17-3443_en.htm
http://europa.eu/rapid/press-release_IP-17-3443_en.htm
https://ec.europa.eu/taxation_customs/sites/taxation/files/com_2016_148_en.pdf
https://ec.europa.eu/taxation_customs/sites/taxation/files/com_2016_148_en.pdf
https://eucrim.mpicc.de/news.php?id=1704024
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The ECA’s special reports present the 
results of its audits of EU policies and 
programmes or management topics re-
lated to specific budgetary areas. (TW)
eucrim ID=1704025

ECA Gives Background Information  
on Current Commission’s Fraud Controls 
On 19 October 2017, the European 
Court of Auditors (ECA) issued a so-
called “audit brief” entitled “Fighting 
fraud in EU spending.” The audit brief 
gives background information on the 
current examination by the ECA regard-
ing whether the European Commission 
is following best practice in combat-
ing fraud in EU spending (see eucrim 
2/2017, p. 64). The audit addresses 
questions as to whether:
�� The Commission has appropriate fraud 

risk oversight at the corporate level;
�� The Commission’s Directorates-Gen-

eral are well prepared to prevent fraud; 
�� A robust response is given in those 

cases in which there is a suspicion of 
fraud.

The audit brief does not set out the re-
sults of the audit but is designed to pro-
vide some information on the ongoing 
audit tasks for interested persons.

The audit brief includes information 
on the following issues:
�� Definition of fraud and corruption; 
�� Fraud risk management;
�� Regulatory environment of the pro-

tection of the EU’s financial interests 
against fraud;
�� The roles and responsibilities of the 

actors involved in managing the risks of 
fraud against the EU budget, e.g. OLAF, 
Commission Directorates-General, Eu-
ropol, Eurojust, the future EPPO, and 
national authorities;
�� Specific anti-fraud measures at the 

Commission level;
�� The Commission’s estimates for 

fraud against the EU budget;
�� Main risks identified when preparing 

the audit.
The ECA’s audit will focus on fraud 

prevention and fraud response and will 
include contributions from NGOs, aca-

demics and prosecutors, as well as Eu-
ropol and Eurojust. Publication of the 
final audit report is expected in spring 
2018. (TW)
eucrim ID=1704026

Money Laundering

Political Agreement on Revision of  
4th Anti-Money Laundering Directive
On 20 December 2017, a political agree-
ment was reached between the Estonian 
Council Presidency and the European 
Parliament regarding the 2016 Com-
mission proposal on strengthened EU 
rules to prevent money laundering and 
terrorist financing (see eucrim 2/2016, 
p. 73 for the proposal). The reform 
concerns amendments to the fourth 
anti-money laundering Directive (EU) 
2015/849. Its main objectives are:
�� Preventing the use of the financial 

system for the funding of criminal ac-
tivities;
�� Putting in place better transparency 

rules to prevent the large-scale conceal-
ment of funds. 

The new measures are designed to 
support law enforcement authorities in 
better tracking financial flaws and in 
disrupting the financing of criminal net-
works. They include the following:
�� Enhanced mutual access to beneficial 

ownership registers, the registers being 
interconnected;
�� Extending customer due diligence 

control obligations to virtual currency 
exchange platforms and custodian wal-
let providers;
�� Minimising the anonymous use of 

prepaid cards;
�� Facilitating cooperation between the 

Financial Intelligence Units (FIUs);
�� Extending the powers of FIUs, ena-

bling them to identify holders of bank 
and payment accounts;
�� Improving checks on risky third 

countries.
The political agreement paves the 

way for the final legislation to be adopted 
soon. It is planned that both the Council 

and the EP adopt the proposed directive 
by a single first reading. (TW)
eucrim ID=1704027

Tax Evasion

MEPs Adopt Recommendations 
Following Inquiry into Panama Papers 
Scandal

On 13 December 2017, MEPs (by 492 
votes to 50 with 136 abstentions) backed 
over 200 recommendations drafted by 
the EP’s Special Inquiry Committee into 
Money Laundering, Tax Avoidance and 
Evasion (PANA). The Committee was 
set up in the context of the Panama Pa-
pers revelations in December 2015. The 
major recommendations include:
�� Regularly updated, standardised, in-

terconnected, and publicly accessible 
beneficial ownership registers of com-
panies, foundations, trusts, and similar 
legal arrangements;
�� New rules to regulate intermediaries, 

such as lawyers and accountants, who 
aid aggressive tax planning;
�� A common international definition 

of what constitutes an offshore financial 
centre, tax haven, secrecy haven, non-
cooperative tax jurisdiction, and high-
risk country; 
�� Tools to support whistle-blowers in 

order to ensure that they are given ef-
fective protection and adequate financial 
assistance;
�� Dissuasive penalties at both the EU 

and national levels against banks and 
intermediaries that are knowingly, wil-
fully, and systematically involved in il-
legal tax or money laundering schemes;
�� A permanent committee of inquiry on 

the model of the US Congress.
�� Reform of primary Union law by in-

troducing qualified majority voting in 
the Council as regards EU legislation on 
tax policy.

The recommendations and the report 
of the Special Committee were submit-
ted to the Council and the Commission 
for consideration. (TW)
eucrim ID=1704028
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EU-Wide Track and Trace System 
Against Illegal Tobacco Trade
On 15 December 2017, the Commission 
adopted implementing and delegated 
acts laying down details on an EU-wide 
track and trace system as well as secu-
rity features for tobacco products. These 
pieces of legislation are provided for by 
Arts. 15 and 16 of the EU Tobacco Prod-
ucts Directive (2014/40/EU). The con-
tents of the acts are as follows:
�� Setting technical standards for the es-

tablishment and operation of a traceabil-
ity system through “unique identifiers” 
for each tobacco product manufactured 
in or destined for the EU;
�� Establishing technical standards for 

security features where at least five 
types of authentication elements are re-
quired per unit packet of tobacco prod-
ucts placed on the Union market;
�� Laying down Member States’ obli-

gations to protect the security features 
against forgery or theft.

The track and trace system and the se-
curity requirements should be in place by 
20 May 2019 for cigarettes and roll-your-
own tobacco and by 20 May 2024 for all 
other tobacco products (such as cigars, 
cigarillos, and smokeless tobacco prod-
ucts). 

Beside the fight against tobacco as a 
health risk, the measures taken are also 
designed to tackle the loss of millions 
of euros in tax revenues every year as 
a result of the illicit tobacco trade. The 
amount of duty that EU tax adminis-
trations lose to illicit trade has been 
estimated at about €11.1 billion a year. 
Illicit tobacco trade has also been identi-
fied as a primary source of revenue for 
organised crime and, in some cases, for 
terrorist groups. (TW)
eucrim ID=1704029

Council Conclusions on Illegal  
Tobacco Trade
At their Council meeting on 7 and 8 De-
cember 2018, the ministers of justice 
and home affairs of the EU Member 
States adopted conclusions on stepping 
up the fight against illegally traded to-

bacco products in the EU. The conclu-
sions include several recommendations 
to the EU Member States and the Eu-
ropean Commission to take action on 
a number of different issues in view of 
tackling the phenomenon.

First, the Council calls for improve-
ment of the operational capabilities at 
the national and European levels to de-
tect and investigate illegally traded to-
bacco products by:
�� Improving risk management; 
�� Enhancing the collection of data and 

information based on advanced analyti-
cal IT solutions and creating interoper-
ability options to fight against illegal 
tobacco trade;
�� Taking necessary measures to im-

prove cooperation at all levels (nation-
al, EU, and international), in particular 
via better information sharing among 
the agencies involved, e.g., OLAF, DG 
TAXUD, Europol, Frontex, Eurosur, etc.

Member States are invited inter alia 
to make international law enforcement 
cooperation more effective, for exam-
ple by setting up joint investigation 
and analysis teams under the Naples II 
convention. Moreover, Member States 
should ensure that investigations are 
comprehensive, encompassing criminal 
money flows and the recovery of illegal 
assets. 

The Commission is particularly 
called on to do the following:
�� Promote partnerships with third 

countries, especially with those where 
fiscal drivers underpin the illegal tobac-
co trade; 
�� Put forward an action plan with 

new measures to tackle the problem of 
“cheap whites” as a matter of urgency;
�� Expand OLAF’s liaison officers’ 

network to source countries and tran-
sit countries supplying illegal tobacco 
products, and better use of the Europol 
liaison officers’ network;
�� Provide strategic and operational 

overviews on the illegal tobacco trade to 
Member States’ authorities on a regular 
basis. (TW)
eucrim ID=1704030

Practice: Joint Customs operation 
Results in Seizure of 19 Million 
Cigarettes 

In the context of the operational fight 
against the illicit tobacco trade OLAF 
released information on a major joint 
customs operation, codenamed “MAG-
NUM II,” on 5 December 2017. During 
this operation, which ran between May 
and June 2017, more than 19 million 
cigarettes were seized. MAGNUM II 
was coordinated by OLAF and the Es-
tonian Customs Administration. It in-
volved 14 EU Member States, Europol, 
and Frontex. OLAF stressed that the law 
enforcement authorities used a secure 
communication system that allowed the 
real-time exchange of intelligence on 
consignments. This was considered a 
key factor for the success of the opera-
tion and the apprehension of suspects.

OLAF and the Estonian customs ser-
vices had already coordinated a previous 
regional joint customs operation (MAG-
NUM I) that resulted in the seizure of 
11 million smuggled cigarettes. (TW)
eucrim ID=1704031

organised Crime

Strategic Report on the EU’s Illicit Drug 
Market Published
On 6 December 2017, Europol released 
its strategic report entitled “How Ille-
gal Drugs Sustain Organised Crime in 
the EU.” The report provides a concise 
overview of the illicit drug market in the 
EU, emerging threats, and situational 
pictures with regard to cannabis, co-
caine, heroin, and synthetic drugs and 
New Psychoactive Substances (NPS).

In its key judgments, the report found 
that the market for illegal drugs is the 
largest criminal market in the EU with 
an estimated revenue of around EUR 24 
billion each year. Within this market, the 
market for cannabis remains the largest 
by far.

As regards Organised Crime Groups 
(OCGs), the report found that approxi-
mately 35% of groups active in the EU 

https://ec.europa.eu/health/sites/health/files/tobacco/docs/dir_201440_en.pdf
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on an international level are involved in 
the production, trafficking, or distribu-
tion of illegal drugs. Furthermore, 75% 
of the OCGs involved in EU drug trade 
deal in more than just one illegal drug. 

According to the report, the markets 
for synthetic drugs and NPS are the most 
dynamic drug markets in the EU. 

For today’s trade and sale of drugs, 
online options on various platforms are 
prevalent. The sale of drugs via Darknet 
marketplaces is a significant threat and 
continues to expand. 

Sadly, in 2015, deaths in Europe from 
drug overdose increased again by 6% to 
8441. These fatalities are driven by the 
increasing use of synthetic opioids like 
fentanyl. 

Lastly, the report outlines that the 
dimension of money laundering activi-
ties in the EU is immense. This finding 
brings to light the huge profits generated 
by the OCGs involved in the drug trade 
and other serious, organised crime. At 
the same time, the success rate in identi-
fying and seizing illegal funds generated 
by criminal organisations remains low, 
with barely 1% of criminal proceeds 
confiscated by relevant authorities at the 
EU level. (CR)
eucrim ID=1704032

Drugs and the Darknet 
On 28 November 2017, Europol and the 
European Monitoring Centre for Drugs 
and Drug Addiction (EMCDDA) re-
leased a new report looking at the grow-
ing threat to health and security caused 
by the illicit trade of drugs on Darknet 
markets. The report summarises the 
agencies’ current understanding of the 
functioning of Darknet markets and out-
lines potential countermeasures for poli-
cymakers and law enforcement profes-
sionals engaged in the fight against this 
phenomenon. 

In its key findings, the report under-
lines that trade in illicit drugs on Darknet 
markets is a dynamic area subject to rap-
id change. This area is rapidly expanding 
and already affects most EU Member 
States in some way. Germany, the Neth-

erlands, and the United Kingdom are the 
most lucrative countries with respect to 
EU-based Darknet drug supply. In the 
period from 2011 to 2015, EU-based 
suppliers accounted for around 46% of 
all drug sales in terms of revenue for the 
Darknet markets analysed.

Although sales volumes on Darknet 
markets still seem modest compared 
with current estimates for the annual re-
tail value of the overall EU drug market, 
they are significant and have the poten-
tial to grow. While large-volume sales 
seem relatively uncommon, Darknet 
markets appear to be most commonly 
used for mid- or low-volume market 
sales or sales directly to consumers. 

Lastly, the report found that the 
overall ecosystem of Darknet markets 
appears to be fairly resilient to law en-
forcement measures, with new markets 
quickly becoming established after take-
downs. (CR)
eucrim ID=1704033

Practice: operation Dragon 
At the end of November 2017, law en-
forcement authorities from more than 60 
countries joined forces to target organ-
ised criminal groups and their infrastruc-
tures across the EU in a series of actions 
in hundreds of locations. The actions 
were coordinated and supported by Eu-
ropol and Frontex with the cooperation 
of Eurojust, INTERPOL, AMERIPOL, 
CLACIP, NCFTA, CCWP, UNODC, and 
IATA.

Operation Dragon was the fourth co-
operative, international law enforcement 
operation under the EU Policy Cycle. 
(CR)
eucrim ID=1704034

organised Criminal Group Smuggling 
Hashish and Marijuana Dismantled
Based on a Joint Investigation Team 
that was formed in November 2016 
(between Germany, Spain, and France 
and supported by Eurojust), operations 
conducted in Germany, Italy, and Spain 
this December led to the arrest of 23 peo-
ple and the seizure of five tons of hash-

ish and marijuana. More than €500,000 
in cash, firearms, precious metals, real 
estate, boats, vehicles, and drug process-
ing equipment were confiscated. (CR)
eucrim ID=1704035

Cybercrime

Council Conclusions on Cybersecurity
On 20 November 2017, the General 
Affairs Council adopted conclusions 
calling for the strengthening of Euro-
pean cybersecurity and enhancing cyber 
resilience across the EU. The conclu-
sions refer to the European Commis-
sion’s Joint Communication to the EP 
and the Council of 13 September 2017 
in which the Commission outlines plans 
for better resilience, deterrence, and 
defense against cyberattacks in the EU 
(see eucrim 3/2017, pp. 110-111). They 
also take up conclusions of the Euro-
pean Council of 19 October 2017: “the 
Commission’s cybersecurity proposals 
should be developed in a holistic way, 
delivered timely and examined without 
delay, on the basis of an action plan to 
be set up by the Council.”

The conclusions of the General Af-
fairs Council stress the need for an ef-
ficient EU-level response to large-scale 
cyber incidents and crises, while respect-
ing the competences of Member States. 
Cybersecurity needs to be mainstreamed 
into existing crisis management mecha-
nisms at the EU level. 

The conclusions also focus on ap-
propriate law enforcement measures 
to tackle cybercrime. According to the 
Council, the main benefit at the EU 
level would be the removal of obstacles 
to the investigation of crime and to ef-
fective criminal justice in cyberspace 
as well as the enhancement of interna-
tional cooperation and coordination in 
the fight against crime in cyberspace. 
Furthermore, EU Member States and the 
EU institutions are invited to address the 
challenges posed by anonymising tech-
nologies; however, strong and trusted 
encryption is of high importance to cy-

https://eucrim.mpicc.de/news.php?id=1704032
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bersecurity and for the trust in the Digi-
tal Single Market. Member States are 
also called upon to mutually arrive at In-
ternet governance decisions, which im-
pact law enforcement capability to fight 
crime in cyberspace.

The conclusions serve as encourage-
ment for the ongoing work on cross- 
border access to electronic evidence. 
The Commission is now called on to 
present the following:
�� By December 2017, a progress report 

on the implementation of practical mea-
sures for improving cross-border access 
to electronic evidence; 
�� In early 2018, a legislative proposal 

to improve cross-border access to elec-
tronic evidence. 

In addition, work on data reten-
tion should be continued. Although the 
Council emphasises the need to respect 
human rights and fundamental freedoms 
as well as data protection, it favours that 
the EU addresses challenges in criminal 
proceedings. These are mainly posed by 
systems allowing criminals and terror-
ists to communicate in ways that compe-
tent authorities cannot access.

Other conclusions include backing 
plans to set up a Network of Cyber-
security Competence Centres in order to 
stimulate the development and deploy-
ment of cybersecurity technologies as 
well as the introduction of a European 
cybersecurity certification framework. 
The latter would be a key tool for en-
hancing trust and security in digital 
products − a standard-setter for future 
digital developments. (TW)
eucrim ID=1704036

Council Discusses Commission’s 
Cybersecurity Plans
The Commission’s cybersecurity  
package (see news item above and 
eucrim 3/2017, pp. 110-111) was also 
on the agenda of the Council convening 
the telecommunications ministers on 
24 October 2017. The Ministers held a 
policy debate on the EU’s response to 
the crucial challenge of cybersecurity, 
particularly as regards:

�� Transforming the EU agency ENISA 
to a fully fledged cybersecurity agency;
�� Setting up an EU-wide certification 

framework to ensure that ICT products 
and services are cyber secure.

However, the ministers stressed that 
the certification network at the EU lev-
el should be voluntary and should not 
hamper innovation. A number of minis-
ters also highlighted the need to allocate 
more resources to cybersecurity and to 
invest more in cybersecurity education 
and other preventive measures, thus im-
proving “cyber hygiene” alongside leg-
islation.

The Estonian Council Presidency 
announced that the implementation of 
several Commission proposals on cy-
bersecurity will remain a priority for the 
upcoming presidencies held by Bulgaria 
and Austria. The presidencies will devel-
op an action plan for implementation of 
the cybersecurity package, in line with 
the conclusions of the European Council 
of 19 October 2017. (TW)
eucrim ID=1704037

Hit Against online Piracy
Counterfeit goods such as luxury prod-
ucts, sportswear, electronics, pharma-
ceuticals could be seized during joint 
investigations conducted by Europol’s 
Intellectual Property Crime Coordinat-
ed Coalition (IPC3), the US National 
Intellectual Property Rights Coordina-
tion Centre, law enforcement authori-
ties from 27 EU Member States, and 
third parties. The investigations were 
also assisted by Interpol. Over 20,520 
domain names linked to online piracy 
on e-commerce platforms and social 
networks were implicated in the inves-
tigations.

The Intellectual Property Crime Co-
ordinated Coalition combines forces 
from Europol and the European Union 
Intellectual Property Office (EUIPO) in 
order to provide operational and techni-
cal support to law enforcement agencies 
and other partners in the EU and beyond. 
(CR)
eucrim ID=1704038

Cyber Threats Posed by the Internet  
of Things 
On 18-19 October 2017, Europol and 
the European Union Agency for Net-
work and Information Security (ENISA) 
organised a conference on the secu-
rity challenges posed by the Internet of 
Things (IoT), i.e., the ecosystem evolv-
ing from the fact that devices are becom-
ing increasingly interconnected and that 
services collect, exchange, and process 
data in order to adapt dynamically to a 
context. 

Over 250 participants from the private 
sector, security community, law enforce-
ment, the European Computer Security 
Incident Response Teams (CSIRT) com-
munity, and academia attended the con-
ference.

In their conclusions, participants 
agreed on the need for more coopera-
tion and multi-stakeholder engagement 
to address interoperability as well as se-
curity and safety issues. While law en-
forcement needs to develop the technical 
skills and expertise to fight IoT-related 
cybercrime, end users must also be made 
more aware of the security risks of IoT 
devices. (CR)
eucrim ID=1704039

Identification of Internet Subscribers
On 13 October 2017, Europol − togeth-
er with the Estonian Presidency of the 
EU − organised a workshop to address 
the increasing problem of caused by the 
use of Carrier Grade Network Address 
Translation (CGN) technologies by In-
ternet service providers. 

CGN technologies are used by Inter-
net service providers to simultaneously 
share one single IP address among mul-
tiple subscribers, with the effect that the 
identification of individual subscribers 
has become technically impossible. 

35 policymakers and law enforcement 
officials attended the workshop to dis-
cuss technical and policy solutions that 
could be adopted at the European level. 
Solutions include a voluntary code of 
conduct for Internet access providers to 
reduce the use of CGN and the number 
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of subscribers behind each IP address, 
the possibility for electronic content pro-
viders to log source port numbers, and 
the possibility to adopt regulations for 
the Internet industry to increase Internet 
protocol (IPv6) deployment. (CR)
eucrim ID=1704040

Procedural Criminal Law

Data Protection

Commission Presents Legislative 
Proposal on Interoperability  
of EU Information Systems

After extensive preparation and consul-
tation, the Commission tabled a legisla-
tive initiative establishing a framework 
for the interoperability of EU informa-
tion systems in the field of police/judi-
cial cooperation, border and visa, and 
asylum management. The initiative, 
presented on 12 December 2017, con-
sists of two proposals on regulations to 
ensure interoperability of existing and 
forthcoming information systems at the 
EU level. The two draft regulations were 
necessary because the initiative has to 
respect the different legal bases of the 
information system as well as the differ-
ent levels of EU Member States’ partici-
pation in the various databases. 

Interoperability is defined as the abil-
ity of information systems to exchange 
data and enable sharing of information. 
The European Union sees an urgent 
need to overcome the current complex 
landscape of divergently governed, 
large-scale IT systems for security, bor-
der, and migration management. The 
main aim is to eliminate blind spots in 
the current IT architecture where people, 
including those involved in terrorist ac-
tivities, may be recorded in different, 
unconnected databases under different 
aliases. 

By making the information systems 
at the EU level (i.e., SIS, Eurodac, VIS, 
EES, ETIAS and ECRIS-TCN) talk to 
each other, several advantages are listed, 

so that the EU should become more se-
cure and better resilient against terrorism 
and other serious crime. The proposal 
does not cover national information sys-
tems or decentralised EU information 
systems, such as the “Prüm framework.”

The Commission’s initiative to en-
sure interoperability is not, however, 
built upon a complete interconnectivity 
of information systems, where data reg-
istered in one system would automati-
cally be consulted by another. Indeed, 
the focus is on new technical compo-
nents to facilitate searches across the 
individual information systems, which 
will remain untouched and their differ-
ent access rights respected. The main 
technical components are as follows:
�� A European search portal, which will 

allow authorised users (e.g., a police of-

ficer) to simultaneously search multiple 
EU information systems (“one-stop-
shop”);
�� A shared biometric matching service, 

which will allow a more efficient search 
and cross-match of biometric data (fin-
gerprints and facial images) stored in the 
different information systems;
�� A common identity repository, which 

will allow authorised users to more 
easily access biographical information 
stored in the databases about non-EU 
citizens (e.g., names, and dates of birth), 
thus retrieving more reliable identifica-
tion information;
�� A multiple identity detector, which 

will verify whether the biographical data 
being searched for exists in multiple 
systems, thus enabling law enforcement 
authorities both to confirm the correct 

new Cost of non-Europe Report on Procedural Rights  
and Detention Conditions

Following the request of the European Parliament’s Committee on Civil Liberties, Justice 
and Home Affairs (LIBE) of October 2016 to produce a cost of non-Europe report in the 
Area of Freedom, Security and Justice (see also above under “Foundations > Area of 
Freedom, Security and Justice”), a first study on the “Cost of Non-Europe in the area of 
Procedural Rights and Detention Conditions” was released on 8 December 2017. It was 
authored by Dr. Wouter van Ballegoij from the European Added Value Unit of the Direc-
torate for Impact Assessment and European Added Value within DG EPRS.
The abstract of the study concludes the following: 
“Despite the significant EU action and cooperation that has taken place the rights and 
detention conditions of those suspected of committing a crime and those serving a sen-
tence in the Member States continue to fail to live up to international and EU standards. 
Judicial cooperation within the EU is not yet fully adapted to this reality; it operates in 
absence of an EU mechanism monitoring Member States’ compliance with practical 
fundamental rights and lacks specific guidance for alleged violations.
EU legislation on suspects’ rights is limited to setting common minimum standards. Even 
so, there are already indications of shortcomings concerning key rights to a fair trial, 
such as the right to interpretation, translation, information and legal assistance during 
questioning by the police. Furthermore, certain areas have not been comprehensively 
addressed, such as pre-trial detention, contributing to prison overcrowding in a number 
of EU Member States. The outstanding divergent levels of protection also create dis-
crimination between EU citizens.
Criminal justice systems remain inefficient and fail to achieve the aims of convicting and 
rehabilitating the guilty, while protecting the innocent. This impacts on the individuals 
concerned, in terms of a denial of their rights and material and immaterial damage; on 
their families; and on Member States’ societies more generally. The gaps and barriers 
identified also have substantial cost implications.
Finally, the study assesses the added value of a number of options for EU action and 
cooperation to contribute to closing these gaps and taking further steps to ensuring the 
effective protection of the rights of suspects and detained persons.” (TW)
eucrim ID=1704041
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identity of bona fide persons and to com-
bat identity fraud.

The Commission stresses that the 
new approach to interoperability does 
not undermine the EU’s strong data pro-
tection rules. Indeed, it is based on the 
principles of data protection by design 
and by default. The proposal includes 
provisions on limiting data processing to 
what is necessary for a specific purpose 
and granting data access only to those 
who need to know. Data retention peri-
ods (where relevant) are limited.

Furthermore, the Commission em-
phasises that its approach does not 
modify the rights of access to the dif-
ferent systems but only simplifies and 
streamlines the processes to access the 
data. The purpose is to establish a more 
systematic consultation of and checks 
against the data available as well as to 
ensure availability to authorised users 
more swiftly and efficiently.

In this context, law enforcement ac-
cess to non-law enforcement informa-
tion systems is regulated by a two-step 
procedure: The response to a check in all 
systems will only be whether data on the 
searched person exists (“hit/no-hit” sys-
tem) – first step. If a “hit” is affirmative, 
officers can obtain full access after plac-
ing a duly justified request in line with 
the respective rules and safeguards of 
the relevant legal basis of the informa-
tion system (second step).

The initiative on interoperability was 
presented within the framework of the 
Commission’s 12th Security Union re-
port that takes stock of actions taken by 
the EU to counteract terrorist activities.

In accordance with the normal leg-
islative procedure, the Council and the 
European Parliament will now examine 
the Commission’s initiative. Dimitris 
Avramopoulos, Commissioner for Mi-
gration, Citizenship and Home Affairs, 
termed the initiative a “flagship” and 
called upon legislators to treat the pro-
posal with priority in order to finalise the 
legislation in 2018.

Once the legal framework is ad-
opted, the necessary institutional and 

technical implementation is to be car-
ried out. The Commission expects that 
interoperability could become reality in 
2020/2021. 

The overall costs for establishing in-
teroperability at the technical level are 
estimated at approx. €155 million (one 
off costs). The budget for the action of 
interoperability over nine years is esti-
mated at €425 million. (TW)
eucrim ID=1704042

Council Updates Its Roadmap 
on Information Exchange and 
Interoperability

In addition to the Commission’s work 
on ensuring the future interoperabil-
ity of the EU’s information systems in 
the justice and home affairs area, the 
Council is also pushing to give political 
guidance on common interoperability 
actions. At its meeting on 7-8 Decem-
ber 2017, the JHA Council endorsed 
an update of the roadmap to enhance 
information exchange and information 
management, including interoperability 
solutions. This follows the adoption of 
Council conclusions on interoperability 
in June 2017, when the Council invited 
the Presidency to update the roadmap 
(see eucrim 2/2017, p. 72). 

The roadmap was initially launched 
by the Council in June 2016 at the ini-
tiative of the then Netherlands Presi-
dency. It gives an overview of specific, 
practical short-term and medium-term 
actions as well as long-term orientation 
for enhancing information exchange 
and information management. It aims 
to contribute to tackling migratory, ter-
rorist, and crime-related challenges. In 
addition, the update briefly reports on 
the recent implementation of activities 
outlined in the roadmap.

The EU’s approach towards estab-
lishing the interoperability of IT systems 
in the justice and home affairs area have 
been met with partly fierce criticism 
from civil society and EU institutions, 
such as the EDPS and FRA (see, recent-
ly, eucrim 3/2017, p. 116) (TW)
eucrim ID=1704043

EU-Canada PnR Agreement 
Renegotiated
At its meeting on 7-8 October 2017, the 
JHA Council authorised the Commis-
sion to open negotiations with Canada 
on a revision of the agreement regarding 
the transfer and use of Passenger Name 
Record Data (PNR). The negotiations 
became necessary after the European 
Court of Justice declared the draft of the 
current PNR deal with Canada incom-
patible with EU law, in particular Arts. 
7 and 8 of the CFR (see also eucrim 
3/2017, pp. 114-115). 

The Council called upon the Commis-
sion to conduct the negotiations in consul-
tation with the relevant Council working 
Party and in accordance with directives 
contained in an addendum to the decision 
authorising the opening of negotiations. 

According to the addendum, the 
Agreement should contain all the safe-
guards required in order for it to be com-
patible with Articles 7, 8 and 21, and 52 
(1) of the Charter of Fundamental Rights 
of the European Union, as specified in 
the Opinion 1/15 of the Court of Justice 
of the European Union of 26 July 2017. 
All other elements of the Agreement be-
tween Canada and the EU for the trans-
fer and use of Passenger name Record 
(PNR) data signed on 25 June 2014 
should not be affected.

The UK declared its wish to opt in 
and therefore to actively collaborate in 
the new agreement, whereas Ireland and 
Denmark will not be bound by the deci-
sion. (TW)
eucrim ID=1704044

Data Retention – Work is ongoing
At its meeting on 7-8 October 2017, the 
JHA Council took stock of the progress 
achieved on data retention and provided 
guidance on future work at the expert 
level. The ministers specifically called for 
future work to focus on ensuring coher-
ence with the draft e-privacy regulation, 
to restrict the scope of the data retention 
framework, and to set out strong safe-
guards for access to retained data. (TW)
eucrim ID=1704045
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Victim Protection

EP Urges Commission to Draft EU Law 
on Protection of Whistle-Blowers
At its plenary session on 24 October 2017, 
MEPs voted in favour of a non-legislative 
resolution that calls upon the Commission 
to present a horizontal legislative proposal 
with a view to protecting whistle-blowers 
effectively in the EU. 

While the European Commission cur-
rently seems to hesitate tabling such a 
proposal, the EP demanded action at the 
EU level on several occasions in order to 
establish harmonised rules on protecting 
European whistle-blowers (for the ongo-
ing discussion, see also eucrim 1/2017, 
p. 17; 3/2016, p. 130, and 2/2016, p. 80).

In its latest resolution of 24 Octo-
ber 2017, MEPs recalled that whistle-
blowers play an important role in re-
porting unlawful or improper conduct 
that undermines the public interest and 
the functioning of our societies (e.g., 
recently “Luxleaks”, “Panama Papers,” 

and “Monsanto Papers”). However, they 
are often exposed to retaliatory action, 
intimidation, and pressure. According 
to MEPs, whistle-blowers acting in the 
public interest deserve proper protection 
and support. In addition, they pointed 
out that legislation on whistle-blowers 
is still very fragmented across Europe, 
leading to legal uncertainty, particularly 
in cross-border situations.

Against this backdrop, the MEPs 
asked the Commission to present a leg-
islative proposal as soon as possible, 
establishing a comprehensive common 
regulatory framework to guarantee a 
high level of protection across the board, 
in both the public and private sectors as 
well as in national and European insti-
tutions. The resolution also contains 
various recommendations on how an 
effective protection of whistle-blowers 
should look in the future, e.g.:
�� Establishing a clear procedure for the 

correct handling of alerts and for effec-
tive protection of whistle-blowers;
�� Excluding companies that take fully 

verified retaliatory action against whis-
tle-blowers from EU funds or contracts 
with public bodies;
�� Promoting the positive role of whis-

tle-blowers through awareness-raising 
and protection campaigns;
�� Creating a reliable system for internal 

reporting to competent authorities and 
specialists outside the organisation;
�� Encouraging employers/organisations 

to introduce internal reporting proce-
dures and to establish clear reporting 
channels with an independent or impar-
tial person or entity to collect reports;
�� Ensuring that the reporting mecha-

nism be confidential and that the report 
be handled within a reasonable period of 
time; 
�� Penalising and effectively sanction-

ing retaliation (with corresponding pro-
visions in a potential EU directive);
�� Giving whistle-blowers the opportu-

nity to lodge an application for interim 
relief to prevent retaliation, such as dis-
missal;
�� Introducing clearly regulated means 

of reporting anonymously, including the 
effective protection of confidentiality of 
identity;
�� Giving whistle-blowers psychologi-

cal, social, and financial support;
�� Establishing a centralised European 

authority for the effective protection of 
whistle-blowers and people who assist 
their acts.

The resolution also directly addresses 
the EU Member States and calls upon 
them, inter alia, to establish independ-
ent bodies, with sufficient budgetary 
resources and appropriate specialists re-
sponsible for collecting reports, verify-
ing their credibility, following up on the 
response given, and providing guidance 
to whistle-blowers. Furthermore, inves-
tigations into issues raised by whistle-
blowers should be conducted indepen-
dently and as quickly as possible. (TW)
eucrim ID=1704046

Freezing of Assets

Regulation on Mutual Recognition 
of Freezing and Confiscation Orders 
Moves Forward

On 8 December 2017, the JHA Council 
agreed on a common position (general 
approach) as regards the Commission’s 
proposal for a new regulation on the 
mutual recognition of freezing and con-
fiscation orders (for the proposal, see 
eucrim 4/2016, p. 165). It would be the 
first Union law instrument that would 
regulate cooperation under the format of 
a regulation instead of a directive. As a 
consequence, the legal provisions of the 
regulation would be directly applicable 
in the EU Member States. An imple-
mentation of EU law would no longer be 
necessary, thus avoiding drawbacks be-
cause of imperfect implementing rules 
in national law.

The main features of the regulation 
are:
�� Legislating freezing and confiscation 

through a single legal instrument;
�� Covering a wider scope of types of 

confiscation, such as non-conviction 

Mutual Trust Under Pressure
Utrecht University, 26 January 2018 

The Mutual Trust Under Pressure 
conference will bring to a conclusion 
the two year project awarded to Tony 
Marguery, (RENFORCE, University of 
Utrecht) by the European Union, on the 
topic of prisoner’s fundamental rights 
in the European Union in regards to the 
transfer of conviction judgments in the 
application of mutual recognition.
This is an international conference, 
at which the audience will hear from 
speakers of various professional back-
grounds such as the European Courts, 
the Commission, the Universities of 
Cambridge, Utrecht and Brussels, as 
well as representatives of the practice.
An accompanying book publication is 
also planned for the beginning of 2018. 
It will include national reports and 
findings on the topic. The project is co-
funded by the European Union.
More information on the project can be 
found at: http://www.euprisoners.eu 
Contact: secretariaat.ier@uu.nl
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based confiscation, and including cer-
tain systems of preventive confiscation, 
provided that there is a link to a criminal 
offence;
�� Standardising documents and proce-

dures.
�� Improving victims’ rights in cross-

border situations.
On the basis of the JHA Council’s 

general approach, negotiations on the 
regulation will continue with the Euro-
pean Parliament as co-legislator. Putting 
forward a new legal instrument on better 
cooperation in the field of freezing the 
assets of crime is also part of the Com-
mission’s strategy to improve the fight 
against terrorist financing. (TW)
eucrim ID=1704047

Cooperation

European Arrest Warrant

Updated Version of European Handbook 
on European Arrest Warrant
The European Commission released a 
revised version of the European hand-
book on how to issue a European Arrest 
Warrant.

The handbook was first issued by the 
Council in 2008 and revised in 2010. The 
Commission took over the task of regu-
larly updating and revising the hand-
book. It mainly addresses prosecutors 
and judicial authorities. The handbook 
starts with an overview of the European 
Arrest Warrant, including information 
on its background, its definition and the 
main features of the EAW, and the EAW 
form. Part II contains information on is-
suing an EAW, Part III on executing an 
EAW.

The revised version takes into ac-
count the experience gained over the 
past 13 years of application of the EAW 
in the Union. The new revised 2017 ver-
sion of the handbook includes updates, 
such as recent case law of the CJEU, 
and is more comprehensive and user-
friendly. In preparation of this latest ver-

sion, the Commission consulted various 
stakeholders and experts, e.g., Eurojust, 
the Secretariat of the European Judicial 
Network, and Member States’ govern-
ment experts and judicial authorities. 

The handbook is available in all of-
ficial languages of the Union. It can be 
retrieved on the Internet at the European 
e-justice portal, via EUR-Lex (Official 
Journal, O.J. C 335, 6.10.2017, p. 1)  
or at the judicial library on the EJN web-
site.
eucrim ID=1704048

ECBA Publishes new Edition  
of Handbook on EAW
In October 2017, the European Crimi-
nal Bar Association (ECBA) published 
an updated version of its Handbook en-
titled “How to Defend a European Ar-
rest Warrant Case.” Since the update 
was presented at the autumn conference 
of the ECBA in Palma de Mallorca, the 
2017 version is also called the “Palma 
edition.” The ECBA Handbook on the 
EAW is designed for defence lawyers 
with little experience in the EU’s sur-
render regime based on the FD on the 
European Arrest Warrant. It aims to of-
fer a preliminary and quick guide when 
defense lawyers find themselves in the 
position of dispensing legal advice 
in a European Arrest Warrant case at 
short notice. The Handbook is mainly 
based on the findings of a joint ECBA, 
 JUSTICE, and ICJ report of 2012, which 
looked into the impact of the EAW on 
the rights and procedural safeguards of 
requested persons in EAW proceedings. 
It is available for free, both as a web-
based version and as a pdf document.

It should be noted that the ECBA 
Handbook is an ongoing project. The 
first part, “Understanding the EAW 
Framework Decision,” has been released 
so far. It is in planning to supplement 
the general information on the EAW, 
its refusal grounds, and ECJ case law 
with national chapters. For the launch 
of the ECBA Handbook, see also eucrim 
3/2016, pp. 131-132. (TW)
eucrim ID=1704049

European Investigation order

State of Play of Implementation
In December 2017, the legislation of 
Sweden and Romania implementing the 
Directive on the European Investiga-
tion Order (EIO) entered into force. As 
a result, 18 of 26 Member States (last 
reviewed: 21 December 2017) have now 
transposed the provisions of the Direc-
tive and can apply the EIO in the cross-
border gathering of evidence in practice. 
The implementation process is currently 
ongoing in Austria, Bulgaria, Cyprus, 
the Czech Republic, Luxembourg, Po-
land, Slovenia, and Spain. Denmark and 
Ireland are not bound by the Directive. 

The EJN created an own “EIO area” 
on its website. It allows for quick access 
to the most relevant information and 
tools for the practical application of the 
EIO Directive. Information is regularly 
updated and enriched. (TW)
eucrim ID=1704050

Criminal Records

Council Adopts General Approach  
on new Legal ECRIS Framework
At its meeting on 7-8 December 2017, 
the JHA Council reached a general ap-
proach on two legislative Commission 
proposals for better use of the European 
Criminal Records Information System 
as regards third country nationals and 
stateless persons (referred to as “ECRIS-
TCN”). The aim of this new legislative 
framework is to establish a more ef-
ficient mechanism to enable access to 
the criminal record information of third 
country nationals and stateless persons 
convicted in the EU. It is composed of:
�� A regulation, which establishes a cen-

tralised system to identify the Member 
State(s) that may hold conviction infor-
mation on a third country national;
�� A directive, which amends the exist-

ing framework decision on ECRIS in 
light of this new centralised system for 
information on third country nationals.

The adopted position of the JHA min-
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isters now allows the Council to start ne-
gotiations with the European Parliament 
as co-legislator. For further information 
on the legislative project, see eucrim 
3/2017, pp. 120-121. (TW)
eucrim ID=1704051

EDPS Assesses Current ECRIS-TCn 
Proposal 
On 13 December 2017, the European 
Data Protection Supervisor (EDPS) pub-
lished his opinion on the Commission’s 
Proposal for a Regulation on ECRIS-TCN 
(see also the aforementioned news item). 

The EDPS stated that efforts are justi-
fied to make the exchange of informa-
tion on the convictions of third country 
nationals (TCN) more efficient. The 
EDPS, however, stresses the need for 
the new Union law to comply with the 
standards of Art. 16 TFEU and the EU 
Charter for Fundamental Rights. The 
provisions must particularly meet the re-
quirements for any lawful limitation of 
the fundamental rights of the individuals 
concerned. 

The EDPS raises four main concerns 
and recommends the following:
�� An appropriate impact assessment of 

the fundamental rights of privacy and 
data protection, in particular in view of 
the necessity of a EU central database, 
the impact of interoperability of the 
new system, and the management of all 
EU large-scale IT systems in the area 
of freedom, security and justice by one 
single EU agency;
�� Reconsideration by the EU legislator 

of the current text on the possible use of 
ECRIS and ECRIS-TCN for purposes 
of data processing other than for crimi-
nal proceedings. Any purpose must be 
clearly defined in substantial provisions 
and assessed in light of the data protec-
tion principles of purpose limitation and 
proportionality. This also applies to ac-
cess by Union bodies, which should be 
assessed in light of the right to equal 
treatment of EU nationals and TCN;
�� Appropriate insertion of provisions 

for the processing of the personal data 
at issue, which is very sensitive in na-

ture, so that it complies with the neces-
sity principle: therefore, for instance, a 
“hit” should be triggered only when the 
requested Member State is allowed (un-
der its national law) to provide informa-
tion on criminal convictions for purpos-
es other than criminal proceedings. The 
processing of fingerprints should be lim-
ited in scope and only take place when 
the identity of a particular TCN cannot 
be ascertained by other means. With re-
gard to facial images, an evidence-based 
assessment should be conducted that fo-
cuses on the need to enrol such data and 
use them for verification or identifica-
tion purposes;
�� Definition of the EU agency eu- 

LISA, central operational manager of 
the system, as controller together with 
the central authorities of the EU Mem-
ber States. 

In addition, the EDPS makes addi-
tional recommendations that concern 
inter alia data subjects’ rights, statistics 
and monitoring, data security, and the 
role of the EDPS in the ECRIS-TCN 
system. 

The EDPS closely followed the re-
form of the EU’s electronic criminal re-
cords system from the outset. His opin-
ion of 13 December 2017 is the third 
opinion issued on this matter. (TW)
eucrim ID=1704052

Law Enforcement Cooperation

Better Cooperation between Military 
and Law Enforcement
At its meeting on 7-8 December 2017, 
the Home Affairs ministers of the EU 
Member States discussed improvements 
in cooperation between military and 
law enforcement. The aim is to better 
use information on crimes that is gath-
ered by missions and operations carried 
out within the framework of the EU’s 
Common Security and Defence Policy 
(CSDP) for law enforcement purposes. 

The need to enhance cooperation be-
tween CSDP missions and operations 
and JHA agencies in order to combat 

terrorism and organised crime, includ-
ing human trafficking and smuggling, 
has been highlighted at different levels. 
Recently, in October 2017, the Europe-
an Council called for enhancing infor-
mation and data sharing within the EU 
between Member States, JHA agencies, 
and CSDP missions and operations in 
order to address trafficking and smug-
gling networks.

At its meeting in December, the min-
isters agreed on creating and further 
developing a pilot project for a crime 
information cell within a CSDP opera-
tion. The ministers requested an interim 
report on this pilot project by the end of 
the first trimester of 2018. (TW)
eucrim ID=1704053

Law Enforcement Access to E-Evidence 
Despite criticism from practitioners, ac-
ademics and other civil society organisa-
tions, the European Commission is pur-
suing its proposal to frame a Union law 
on the collection and use of electronic 
evidence by law enforcement authorities 
in January 2018. The following issues, 
in particular, remain under discussion:
�� How should law enforcement au-

thorities obtain access to e-evidence? 
Should they be enabled to directly ac-
cess data from telecommunication firms 
that could be in another Member State or 
should the current MLA framework be 
reformed first?
�� Which contents should fall under 

the new Union law, i.e., full content of 
communications or metadata, which in-
cludes the time an electronic message is 
sent and to whom?
�� Which private services are obliged by 

Union law, i.e., traditional phone calls and 
text messages or (also) data from digital 
services and communications apps?

In November 2017, the media re-
ported that the European Commission is 
already in discussions with the U.S. to 
establish a new bilateral agreement that 
would allow police to access data from 
companies that may be located in other 
jurisdictions. (TW)
eucrim ID=1704054
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Foundations

Human Rights Issues

Statement for Human Rights Day 2017 
On the occasion of the Human Rights 
Day on 10 December 2017, Europe-
an Commission First Vice-President 
Frans Timmermans and Council of 
Europe Secretary General Thorbjørn 
Jagland called on governments and op-
position politicians across Europe to 
recommit to promoting and maintain-
ing human rights standards. Their joint 
statement recalls “worrying examples” 
of the freedom of expression being cur-
tailed; discrimination being tolerated 
and in some cases incited; and the rule 
of law being applied selectively.

The statement also reminds that peace 
and stability of Europe depend on de-
mocracy, the rule of law and full respect 
for human rights and that one should 
never be used against the other. Indeed, 
the ECHR provides for the basic protec-
tions to which every adult and child is 
entitled. Every EU Member State and 
nineteen other European countries have 
ratified the Convention, while the EU’s 
Charter of Fundamental Rights of the 
European Union is built on the Conven-
tion. Therefore, the CoE and the Euro-
pean Commission work hand-in-hand to 
ensure that these human rights remain 
non-negotiable. 

The statement mentions that the 
ECtHR handed down 488 judgments 
concerning EU Member States last year. 
Three quarters of them confirmed at 
least one violation of the ECHR. Mean-

  Council of Europe*
   Reported by Dr. András Csúri

while, six out of ten of the countries with 
most violations relative to population 
size were EU Member States.

The statement further calls on every 
European government and on European 
states to recommit to a culture of human 
rights, abide by the commitments that 
they have made, and implement the rule 
of law on that basis. Only then can every 
European enjoy the opportunity to live a 
full life without the threat of discrimina-
tion or abuse.
eucrim ID=1704055

ECtHR: Launch of Spanish HUDoC 
Database
On 23 November 2017, on the occasion 
of the 40th anniversary of Spain’s acces-
sion to the CoE, the Court launched the 
HUDOC case law database in Spanish. 
The HUDOC database now contains 
23,500 case law translations in 31 lan-
guages other than English and French. 
Some 1150 texts are in Spanish. The 
Spanish user interface joins the existing 
English, French, Russian, and Turkish 
versions. In addition, the Spanish Min-
istry of Justice is also translating a selec-
tion of the Court’s factsheets. 
eucrim ID=1704056

Specific Areas of Crime

Corruption

PACE Revises its Code of Conduct
Responding to allegations of corruption 
in its ranks (see eucrim 1/2017 p. 22), 

the Parliamentary Assembly of the CoE 
(PACE) unanimously adopted a heavily 
revised Code of Conduct for its mem-
bers. It has the aim of restoring public 
confidence in its actions and positions 
by guarding against risks of corruption 
and revealing any covert practices. 

First, an independent external inves-
tigation body was set up, which was fol-
lowed by the establishment of a sound 
and coherent integrity framework  – with 
guidance from GRECO – that should 
provide for swift and fair investiga-
tions as well as stronger sanctions when 
wrongdoing takes place. Members of the 
Assembly must pledge not to “promise, 
give, request or accept” any fee, com-
pensation, or reward in the course of 
their duties, and they must declare any 
interests at the opening of each session. 
These declarations will be posted on-
line in the future. Additionally, rappor-
teurs and election observers must also 
declare any conflicts of interest. There 
are tighter restrictions now for lobbyists, 
including the creation of a “transpar-
ency register,” and steps were taken to 
ensure that former members who engage 
in paid consultancy do not benefit from 
any special privileges.
eucrim ID=1704057

GRECo: Key Findings of the Fourth 
Evaluation Round 
On 6 November 2017, GRECO pub-
lished a study on the key findings of its 
fourth evaluation round entitled “Cor-
ruption Prevention of Members of Par-
liament, Judges and Prosecutors (Fourth 
Evaluation Round) – Conclusions and 
Trends.” 
According to the report, corruption can 
be the source of the following:
�� Severe political instability;
�� Democratic crisis;
�� Economic and financial collapse;
�� Extremist and populist tendencies;
�� Human rights violations;

* If not stated otherwise, the news reported in 
the following sections cover the period 16 Octo-
ber 2017 – 15 December 2017.
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�� Poverty;
�� Environmental disasters;
�� Looting of a country’s natural re-

sources.
Consequently, GRECO has called for 

timely prevention and effective sanc-
tions (not solely in the form of criminal 
penalties). These preventive policies 
need to take into account each country’s 
circumstances, as there is no “one-size-
fits-all” approach to the complex prob-
lem of corruption. That said, during 
its evaluations, GRECO did identify a 
few basic principles that are applicable 
across the board. All three groups under 
examination (MPs, judges, prosecutors) 
are to provide for effective self-monitor-
ing, to install proper oversight mecha-
nisms, and to address unethical conduct 
swiftly when it occurs. Transparency is 
also very important and can be ensured 
by giving the public access to informa-
tion about the prevention measures. 

As regards MPs, the majority of rec-
ommendations referred to supervision 
and enforcement, incompatibilities, and 
rules of conduct. These recommenda-
tions call for:  
�� Adopting codes of conduct;
�� Introducing a system that allows for 

ad hoc disclosure of conflicts of interest; 
�� Adopting rules that better govern the 

MPs’ interactions with lobbyists and 
other third parties seeking to influence 
the legislative process; 
�� Making sure that immunity rules do 

not hinder corruption prosecutions;
�� Ensuring the transparency of the leg-

islative process. 
As regards judges, most recommen-

dations addressed three main areas: 
professional career, supervision and en-
forcement, and judicial ethics. The rec-
ommendations call for: 
�� Establishing greater transparency 

in recruitment processes and adequate 
safeguards against potential undue out-
side influence in the selection, transfer, 
and promotion of judges;
�� Introducing codes of conduct and the 

provision of guidance/advice on ethical 
matters; 

�� Assessing possible incompatibilities 
when judges move into the political 
arena; 
�� Introducing some type of training on 

integrity matters for judges. 
As regards prosecutors, the study 

groups the vast number of recommen-
dations under three main headings: 
supervision and enforcement, ethical 
standards, and professional career. Like 
the recommendations for judges, most 
of the recommendations for prosecutors 
call for:
�� Increased transparency in the selec-

tion, transfer, and promotion of prosecu-
tors;
�� Protection of the prosecution service 

from undue influence in the investiga-
tion of criminal cases; 
�� Supervision and enforcement of ex-

isting rules;
�� Adoption of rules of conduct;
�� Identification of incompatibilities 

linked to a move into the political field;
�� Introduction of effective ethical train-

ing modules for prosecutors, as part of 
both initial and subsequent training pro-
grams. 

In cooperation with other country’s 
relevant authorities, GRECO is calling 
on each of the target groups to implement 
GRECO’s recommendations, as each 
of these groups works in key national 
institutions whose effectiveness helps 
determine whether the seeds of corrup-
tion flourish in a given country or not. 
The overall conclusion of the evaluation 
round is that, despite solid foundations 
in most jurisdictions to tackle corruption 
in this field, effective implementation is 
lacking. In fact, one in every five recom-
mendations refers to supervision and en-
forcement of the legislative framework 
already in place. Thus, actual implemen-
tation of the existing rules is the main 
challenge for the future.
eucrim ID=1704058

GRECo: Fourth Round Evaluation Report 
on Andorra
On 2 November 2017, GRECO pub-
lished its fourth round evaluation report 

on Andorra. This latest evaluation round 
was launched in 2012 in order to assess 
how states address the prevention of 
corruption with respect to Members of 
Parliament (MPs), judges, and prosecu-
tors. The report acknowledges Andor-
ra’s well-developed legal and organisa-
tional framework to prevent corruption 
amongst MPs, judges, and prosecutors, 
and it highlights the transparency of the 
legislative process, which gives civil so-
ciety easy access to the work of parlia-
ment. 

Nevertheless, there is room for im-
provement. The report stresses the need 
to adopt a code of conduct for MPs and 
to implement it in practice, with an obli-
gation to make conflicts of interest pub-
lic and establish a system of public dec-
laration of assets and interests. The code 
should entail explanatory comments and 
examples and the compliance of the MPs 
be monitored. In addition to the MPs’ 
declarations, ad hoc disclosure needs to 
be introduced for cases in which a po-
tential conflict between specific private 
interests of individual MPs emerges in 
relation to a matter under consideration 
in parliamentary proceedings. 

The report considers adequate the 
main career requirements pertaining to 
judges and prosecutors but recommends 
their appropriate representation (elec-
tion by their peers) in the High Council 
of Justice, which plays a decisive role 
in the professional career of judges and 
prosecutors. 

As regards judges, GRECO recom-
mends that they be appointed for an 
indefinite term of office, with training 
on topics related to ethics and integrity 
provided on a regular basis. The report 
also recommends revising the arrange-
ments for determining judges’ discipli-
nary liability by increasing the time lim-
its for such investigations and ensuring 
sufficiently detailed information on the 
investigations, including the possible 
publication of case law. 

As regards prosecutors, GRECO 
recommends that decisions to remove 
a prosecutor from a case be justified in 
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writing. Furthermore, the possibility for 
prosecutors to obtain confidential advice 
on subjects related to ethics and integrity 
should be placed on a permanent and in-
stitutional footing.
eucrim ID=1704059

Money Laundering

MonEYVAL: Fifth Round Evaluation 
Report on Andorra
On 14 November 2017, MONEYVAL 
presented its Fifth Round Evaluation 
Report on Andorra. This evaluation 
round builds on previous MONEYVAL 
assessments by strengthening the ex-
amination of how effectively Member 
States prevent and combat ML, terror-
ism financing (TF), and proliferation 
(see also eucrim 1/2016, p. 23; 2/2016, 
pp. 83-84; 4/2016, p. 169; 1/2017, p. 23; 
3/2017 p. 123). 

The report acknowledges the Andor-
ran authorities’ reasonably comprehen-
sive understanding of the ML and TF 
risks that the country faces. In order to 
mitigate the risks, however, a clearer 
monitoring of the implementation of the 
adopted action plans is necessary.

MONEYVAL recognises the po-
litical commitment in Andorra to make 
far-reaching changes to ML legislation. 
The country has enacted a robust legal 
framework for criminalising TF, and the 
low number of of prosecutions for this 
criminal offence appears to be broadly 
in line with the country’s risk profile. 
There is, however, a clear gap between 
the ratio of investigations and prosecu-
tions to subsequent convictions in ML 
cases. Large financial institutions assess 
and broadly understand their ML and TF 
risks, but smaller financial institutions 
and designated non-financial businesses 
and professions (such as lawyers and 
accountants) appear to be less aware of 
these risks.

The FIU has limited available re-

sources, which hinders its supervising 
role. In this regard, MONEYVAL is also 
calling for better strategic engagement 
and coordination of activities between 
the FIU and other supervisory authori-
ties.

Lastly, the report praises Andorra for 
proactively seeking and providing legal 
assistance to foreign jurisdictions, and it 
recommends the removal of dual crimi-
nality as a requirement for rendering 
mutual legal assistance.
eucrim ID=1704060

Cooperation

Convention on Transfer of Sentenced 
Persons Further Developed
On 22 November 2017, a new protocol 
reforming the CoE’s rules on the transfer 
of prisoners was made open for signa-
ture. The Protocol will amend the 1997 
Additional Protocol to the Convention 
on the Transfer of Sentenced Persons. 

The Convention itself dates back to 
1983 (CETS No. 112) and is the CoE’s 
main legal framework enabling the as-
sistance in the enforcement of crimi-
nal sentences that was handed down in 
a State Party in the convicted person’s 
country of origin. The overall aim of 
the scheme is the facilitation of social 
rehabilitation of (foreign) prisoners. 
The Convention is founded to a great 
extent on humanitarian principles, be-
ing based on the consideration that 
communication difficulties, language 
barriers and deprivation of contact with 
the family can have adverse effects on 
foreign prisoners.

The 1997 Additional Protocol (CETS 
No. 167) mainly sets out the rules ap-
plicable to transfer of the execution of 
sentences, firstly where sentenced per-
sons have absconded from the sentenc-
ing State to their State of nationality, 
and secondly where they are subject to 

an expulsion or deportation order as a 
consequence of their sentence.

The 2017 Protocol (CETS No. 222) 
will bring about further modernisation 
and improvements to the Additional 
Protocol, taking into account the evolu-
tion in international cooperation on the 
transfer of sentenced persons since its 
entry into force in June 2000. The fol-
lowing changes are introduced to the 
Additional Protocol:
�� Extension of the scope of Art. 2 to situ-

ations where the person, subject to a final 
sentence, did not flee but moved freely to 
the country of his or her nationality;
�� Deletion of the consequential link be-

tween the expulsion or deportation order 
and the sentence imposed in Art. 3(1) of 
the Additional Protocol;
�� Extension of the scope of Art. 3(3a) 

to cases where the person concerned re-
fuses to give an opinion on the transfer 
(it was felt that transfer should also be 
possible in those cases);
�� Introduction of a time-limit (90 days) 

as regards the decision making related to 
the application of the rule of speciality 
in the Additional Protocol (Art. 3(4a));
�� Reduction of the time limit of immu-

nity against prosecution, due to the spe-
ciality principle, from 45 to 30 days of 
final discharge, where the person, hav-
ing had the opportunity to leave legally 
the territory of the administering State, 
has not done so. (Art. 3 (4b)).

The amending protocol will only en-
ter into force when all 38 State Parties 
to the Additional Protocol have depos-
ited their instrument of ratification, ac-
ceptance or approval with the Secretary 
General of the Council of Europe. How-
ever, every State Party to the Additional 
Protocol can declare that it will apply 
the amending protocol on a provisional 
basis. As a result, the provisions of the 
amending protocol can be immediately 
applied among the parties that make the 
same declaration.
eucrim ID=1704061
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Articles
Articles / Aufsätze

The OLAF Regulation 
Evaluation and Future Steps

Mirka Janda, Romana Panait

OLAF has contributed to the protection of the Union’s finan-
cial interests by conducting administrative investigations 
since 1999. It performed this task over the last 18 years 
by relying on a legal framework that has remained largely 
stable. During this time, it was also the sole EU body with 
the ability to investigate in the area of the protection of the 
Union’s financial interests. 

Significant developments in 2017 will alter this frame-
work. The agreement on the European Public Prosecu-
tor’s Office (EPPO) will allow for the creation of a truly 
European prosecutor responsible for the criminal inves-
tigations and prosecution of offences against the Union’s 
financial interests. In the meantime, the Commission 
has completed the evaluation of Regulation 883/2013 
concerning the conduct of OLAF investigations (OLAF 
Regulation). It concluded that OLAF’s investigations re-
main a very relevant element of the overall strategy on 
how to protect the EU budget and identified room for 
improvement in several areas. In response to these 
developments, the Commission is now conducting an  

assessment with a view to a legal proposal for the amend-
ment of Regulation 883/2013 in 2018.

Against this background, the following articles explore 
key issues related to the future of OLAF and provide food for 
thought regarding the upcoming revision of the OLAF Regu-
lation. They suggest that there is wide scope for the coexis-
tence of OLAF and the EPPO and that the new architecture 
at the EU-level will be very demanding as regards loyal and 
close cooperation as well as information exchange be-
tween the two bodies. Further clarification of the relation-
ship between administrative and criminal investigations at 
the EU level might be necessary in order for the system to 
deliver its maximum added value. Lastly, the contributions 
explore possible strategies by which to enhance OLAF’s 
framework for conducting investigations, with a view to fur-
ther ensuring a level playing field in the exercise of OLAF’s 
mandate across the Union.

Irene Sacristán Sánchez, Head of Unit, Policy Development 
& Hercule, OLAF

 File Rouge

I.  Introductory Remarks

Since its establishment in 1999, the European Anti-Fraud Of-
fice (OLAF) has had the purpose of increasing the effective-
ness of the fight against fraud and other illegal activities det-

rimental to the financial interests of the Union.1 It also has 
the double task of carrying out administrative investigations 
concerning fraud, corruption, and any other illegal activity af-
fecting the EU’s financial interests and of acting as Commis-
sion service responsible for developing EU antifraud policies. 
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In its investigative function, OLAF has been operating under 
a legal framework that has evolved over time. OLAF conducts 
external investigations into areas of EU expenditure and EU 
revenues as well as internal investigations into suspicions of 
serious misconduct by EU staff and members of EU institu-
tions. In addition, it carries out coordination activities of the 
Member States’ authorities in their fight against fraud. The ne-
cessity to adapt OLAF’s investigative framework to the evolv-
ing anti-fraud policies and fraud trends in Europe has led to 
a number of legislative changes. The core features of OLAF, 
however, date back to its creation in 1999.

The current legal framework – the Regulation 883/2013 con-
cerning investigations conducted by OLAF (hereinafter “the 
OLAF Regulation”),2 which replaced Regulations 1073/1999 
and 1074/1999, – was recently the subject of an evaluation 
of its application. The evaluation was required by the OLAF 
Regulation itself (Art. 19). The evaluation was concluded on 
2 October 2017, and its results are contained in a report by 
the European Commission to the European Parliament and the 
Council (hereinafter “the evaluation report”).3 The report is 
based on a Commission’s staff working document4 and is ac-
companied by an opinion of the OLAF Supervisory Commit-
tee on the application of the regulation.5

The evaluation coincided with a time during which impor-
tant milestones in the Commission’s ambitious agenda to 
strengthen the protection of the Union’s financial interests 
were reached. In July 2017, the European Parliament and the 
Council adopted the Directive on the fight against fraud to the 
Union’s financial interests by means of criminal law (the “PIF 
Directive”).6 In October 2017, the Council adopted the Regu-
lation establishing the European Public Prosecutor’s Office 
(“the EPPO”) − in enhanced cooperation among 20 Member 
States.7 The EPPO will be responsible for investigating, pros-
ecuting, and bringing to judgment acts constituting criminal 
offences affecting the financial interests of the Union as pro-
vided for in the PIF Directive.8

The future shape of the OLAF Regulation should thus not only 
be based on the results of its evaluation but also take into ac-
count the changed landscape in which OLAF will operate in 
the EU anti-fraud area in the near future.

II.  The Evaluation as Part of the Better  
Regulation Policy

In order to ensure that the European acquis is fit for purpose, 
the Commission has committed itself to the so-called Bet-
ter Regulation policy. The Better Regulation policy defines 
principles that need to be applied at every stage of the policy 

cycle: planning, proposal, implementation, evaluation, and 
subsequent revision. It is “a way of working to ensure that 
political decisions are prepared in an open, transparent man-
ner, informed by the best available evidence and backed up by 
comprehensive involvement of stakeholders.”9 

Over the past decade, growing emphasis was placed particu-
larly on retrospective evaluation. The Commission applies the 
“evaluate first” principle. This principle ensures that a retro-
spective evaluation be available before work on a (revision of 
a) related initiative begins. The evaluation results then largely 
define the issues that are to be targeted by a proposal for a 
subsequent revision of the initiative.

In principle, evaluation provides a critical, evidence-based as-
sessment of the following five evaluation criteria: 
�� Effectiveness, i.e. have the objectives been achieved?
�� Efficiency, i.e. were the effects achieved at reasonable cost?
�� Coherence, i.e. is the intervention coherent with other 

initiatives in the given policy area?
�� Relevance, i.e.do the objectives correspond to the current 

needs and to those also identified prior to the adoption of 
the regulation? 
�� EU added value, i.e. what is the additional value resulting 

from EU intervention that could not be achieved at the 
national level? 

These criteria can be complemented by other ones as neces-
sary for policy-making or as required by the legal basis of the 
evaluated initiative. 

Evaluation timing is critical to the quality of evaluation results 
and their usefulness in the policy cycle. Ideally, there should 
be enough time between the start of the evaluated initiative 
and the moment the evaluation takes place to ensure that there 
has been enough time for the impacts of the initiative to mate-
rialise. At the same time, in order to be useful, the evaluation 
needs to fit well in the policy cycle and be available on time for 
work on any potential revision. 

As regards the evaluation of Regulation 883/2013, its Art. 19 
asked for an evaluation report also covering the assessment of 
the need to revise the regulation by 2 October 2017. The evalu-
ation work was based on approximately three years of applica-
tion of the regulation, and its timing was perfect from the point 
of view of policy developments that require a revision of the 
regulation as explained above. 

The scope of the evaluation was defined in an evaluation road-
map10 in compliance with said Art. 19 and the Better Regula-
tion Guidelines. The evaluation assessed the following criteria: 
effectiveness and efficiency in the application of key elements 
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of the regulation, as well as coherence and relevance of the 
regulation in accomplishing its objectives.11 

Aspects related to the future outlook were also addressed. 
While covering the regulation as a whole, the evaluation fo-
cused in particular on the changes introduced in 2013 com-
pared to the 1999 legal framework. It covered the period be-
tween October 2013 (when the regulation entered in force) and 
December 2016. 

The evaluation was based on a wide-ranging consultation of a 
high number of stakeholders. Although consultation of stake-
holders is an important aspect of any evaluation, it was espe-
cially important for the evaluation of the OLAF regulation, 
as little data and evidence were readily available due to the 
short implementation period since the entry into force. In order 
to gather the relevant evidence, the Commission contracted a 
study to an external contractor, who carried out online surveys, 
interviews, and expert workshops with relevant stakeholders 
across the anti-fraud spectrum. 267 representatives of different 
stakeholder groups were consulted – 160 through interviews 
and 168 via an online survey, with 61 of them being consulted 
through both channels. They included OLAF staff, the OLAF 
Supervisory Committee, EU institutions, bodies, offices and 
agencies (IBOAs), Member States’ and third countries’ au-
thorities, international organisations, associations of lawyers, 
prosecutors, etc.12 

Furthermore, on 1–2 March 2017, OLAF organised a confer-
ence on the evaluation of the OLAF Regulation, involving 
approx. 250 participants from the above-mentioned groups of 
stakeholders. The conference allowed for an interactive, open 
discussion on topics key to the evaluation: OLAF external and 
internal investigative activities, governance, and the future re-
lationship between OLAF and the EPPO. Results of the dis-
cussion were fed into the evaluation report.13 The evaluation’s 
detailed findings and the methodology employed are described 
in the Commission staff working document accompanying the 
Commission’s evaluation report.

III.  Main Findings of the Evaluation  
of the oLAF Regulation

OLAF’s mandate and its investigative tools and powers (scru-
tinized from the perspective of their relevance, effectiveness, 
efficiency and coherence during the evaluation) contributed 
to defining its essential role in the protection of the European 
Union’s financial interests. 

Entrusted with a pan-European mission, OLAF performs spe-
cific tasks at the EU level, which could not be carried out at the 

national level alone. Its EU added value is acknowledged by 
stakeholders, and the relevance of its mandate was confirmed 
by the evaluation. In the evolving institutional landscape of 
the anti-fraud area, the added value of OLAF’s administrative 
investigations will coexist alongside the EPPO’s criminal in-
vestigations under the guiding principles of complementarity 
and of avoiding undue duplication.

While the EPPO will be competent for criminal investigations 
and prosecutions in the participating Member States14 as re-
gards the offences harmonised by the PIF Directive, OLAF’s 
mandate encompasses administrative investigations into both 
fraudulent and non-fraudulent irregularities in all Member 
States. The distinct aspects of the fight against fraud affecting 
the EU’s financial interests are thus covered by the EPPO and 
OLAF − criminal and administrative, respectively − making 
their activities largely complementary. The EPPO Regulation 
already governs the future relationship between the EPPO and 
OLAF on this basis. The evaluation of the OLAF Regulation 
has shown the continued relevance of its objectives after the 
creation of the EPPO.15

OLAF’s investigative mandate is structured by an array of pro-
visions in the regulation defining its tools and powers, proce-
dural safeguards to be followed in investigations, the essential 
cooperation with its partners, and its governance. They have 
allowed OLAF to deliver concrete results, and the evaluation 
indicated a clear improvement in the effective conduct of in-
vestigations.16 Taken individually, a number of these provi-
sions clearly appear to contribute to an improved investiga-
tive function. For a number of others, the evaluation identified 
shortcomings impacting the application of the regulation.

One of the specific objectives pursued by the adoption of the 
current OLAF Regulation was the strengthening of OLAF’s 
cooperation with its partners: Member States, EU institutions/
bodies/offices/agencies, third countries, and international or-
ganisations. The creation of anti-fraud coordination services 
(known as “AFCOS”) in the Member States, with the purpose 
of enabling a structured collaboration between OLAF and the 
Member States, was clearly a significant development. This 
has succeeded in spite of the considerable diversity in the role 
and profile of the AFCOS among the Member States, since the 
regulation only requires the Member States to designate the 
AFCOS17 but leaves at their discretion what competences and 
powers are granted to them.

The evaluation concluded that OLAF’s cooperation with its 
EU, national, and international partners is effective overall. 
However, certain duties to cooperate (either on the part of the 
Member States’ authorities, as they are committed to national 
law, or on that of the IBOAs that sometimes differ from exter-
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nal to internal investigations18) appeared to impact the coher-
ent exercise of OLAF’s mandate across the Member States or 
in external, compared to internal, investigations.

As regards the exercise of OLAF’s investigative powers, one 
of the most prominent results of the evaluation concerns their 
dependency on the national law of the Member States. In order 
to fulfil its mandate, OLAF operates on the basis of its Euro-
pean powers, but they are subject to conditions of national law. 
References to the national law of the Member State in which 
OLAF makes use of its competences are present in the OLAF 
Regulation at every stage of an investigation, e.g.: in the selec-
tion phase of incoming information with a view to opening 
investigations; in the cooperation and exchange of information 
with the national authorities; when carrying out investigative 
activities; and in the follow-up to OLAF’s investigative work 
when its reports are to be used in national proceedings.19 

It followed from the evaluation that the extent to which nation-
al law is applicable is not completely clear, and this emerged 
particularly as regards on-the-spot checks and inspections of 
economic operators and digital forensic operations conducted 
in the territory of the EU Member States.20 The various inter-
pretations of the relevant provisions in the OLAF Regulation 
referring to national law, and differences between the national 
legal systems, were identified as leading to a fragmentation in 
the exercise of OLAF’s powers in the Member States. Simi-
larly, as the regulation does not provide OLAF with tools to 
enforce its powers if there is resistance from the persons inves-
tigated, divergences arise across Member States, depending on 
the ability of national competent authorities to support OLAF 
with their own enforcement tools.21

At the end of the investigative chain,22 the admissibility of 
OLAF’s investigative reports in national judicial proceedings 
is subject to a rule in the regulation that puts them on a par 
with the administrative reports drawn up by national adminis-
trative inspectors.23 According to the evaluation, this appeared 
to insufficiently ensure the “effet utile” of the provision, par-
ticularly in the Member States in which such equivalence is 
not specifically spelled out in the national legislation.24 

OLAF’s relationship with IBOAs operates within a different 
framework. At the European level, the EU institutions, bodies, 
offices and agencies are a key partner of OLAF in its investi-
gative function; they share the responsibility for the protec-
tion of the EU’s financial interests and their role is essential 
in both internal and external investigations. In the context of 
the EU institutional setting, the evaluation identified areas for 
even closer cooperation between OLAF and IBOAs. These ar-
eas are directly linked with the protection of the EU’s budget 
during and at the end of OLAF’s investigations: the use of 

precautionary measures25 and the financial impact as estab-
lished by the investigations and recommended to the IBOAs 
for financial recovery.26

In the overall context of the follow-up to OLAF’s investiga-
tions, the discretion afforded to recipients of OLAF’s recom-
mendations to follow-up or not was a main factor leading to 
differences in the recipients’ response. This is only one side of 
the coin, however, as the quality and timeliness of the OLAF’s 
reports was also identified as another factor directly impacting 
the rate and quality of the follow-up. 

The protection of rights of individuals subject to an OLAF 
investigation has been substantially increased by including 
new provisions on procedural guarantees in the OLAF Reg-
ulation.27 The evaluation specifically assessed the balance 
between OLAF’s powers and procedural rights and did not 
conclude that they are insufficient in the context of OLAF’s 
current investigative powers and tools. 

As regards the institutional governance of OLAF and the con-
trols over its activity, the evaluation acknowledged that diver-
gent views and practices with regard to the provisions regulat-
ing the role and mandate of OLAF’s Supervisory Committee, 
and of the Committee’s access to case-related information held 
by OLAF,28 impacted its work and its cooperation with OLAF. 
The Commission’s evaluation report acknowledges the need 
for working arrangements between OLAF and its Supervisory 
Committee and indicates that the Commission will reflect on 
whether further measures are necessary.29

From the perspective of the internal and external coherence of 
the regulation, the evaluation identified that the legal basis, un-
der which OLAF is to provide Member States with assistance 
in organising close and regular cooperation between their 
competent authorities, potentially gives rise to difficulties dur-
ing so-called “coordination cases.”30 The evaluation observed 
different situations, depending on the areas: in structural 
funds, the lack of other acts of EU law providing OLAF with a 
supporting and coordinating role is particularly limiting; in the 
area of customs and intellectual property, the unclear relation-
ship between the OLAF Regulation and other legal acts31 was 
found to lead to complexity in their combined application.32

The evaluation also dealt with the operation of the OLAF Reg-
ulation in the wider context of EU policies for the protection of 
the financial interests, thus leading to an analysis of OLAF’s 
role and mandate as regards VAT. The current legal framework 
appeared insufficient to enable OLAF to fulfil its mandate in 
the area of VAT. The same holds true for its duty to cooperate 
with and support the future EPPO. Both findings must be seen 
against the background of the evolving policy and legal frame-
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work for VAT since the adoption of the OLAF Regulation in 
2013, that is mainly illustrated by the following:33 The Com-
mission adopted an Action Plan on VAT (entitled “Towards a 
single EU VAT area”) on 7 April 201634 that includes actions 
to enhance cooperation between different authorities and calls 
for possible cooperation and partnership between Member 
States, Europol, and OLAF on the exchange of information. 
The PIF Directive of 5 July 2017 clarified that VAT is part of 
the EU’s financial interests. Very recently, on 30 November 
2017, the Commission adopted a proposal to amend Regula-
tion 904/2010 on Administrative Cooperation in the area of 
VAT.35 Its aim is to make the EU’s VAT system more fraud-
proof; an important element of the proposal is to strengthen 
the operational cooperation between Member States’ tax ad-
ministrations (in the Eurofisc network36) and relevant authori-
ties at the EU level (OLAF, Europol, and the EPPO). In partic-
ular, the proposal provides a legal basis for the transmission of 
information on VAT fraud trends, risks, and serious cases from 
Eurofisc to OLAF and Europol, thus acknowledging OLAF as 
a key partner of the Member States in this area.37

Future adaptation of OLAF’s investigative framework will build 
on these main findings of the evaluation. Taking into account the 
envisaged operational start of the EPPO in three years, the Com-
mission announced an assessment with a view towards a legal 
proposal to amend the OLAF Regulation in spring 2018.38

IV.  Future Steps for the oLAF Regulation

The Commission’s evaluation report sets out the main issues to 
be assessed in the preparation of the future proposal to amend 
the OLAF Regulation:39 
�� Adaptation to the establishment of the EPPO; 
�� Enhancement of the effectiveness of OLAF’s investigative 

function based on the most unambiguous findings of the 
evaluation;
�� Clarification or simplification of certain provisions, or 

improved application through implementation measures. 
A full overhaul of OLAF’s legal framework is not envisaged 
at this point.

The first step to be taken in 2018 could be followed by a more 
far-reaching process to modernise the framework of OLAF in-
vestigations. In another, future step, account should be taken 
of the experience gained in the cooperation between EPPO 
and OLAF. This should also put the focus on aspects of the 
legal framework where further reflection and discussion May 
be needed. In line with Better Regulation principles, the Com-
mission is currently preparing an assessment to underpin the 
legal proposal.40 This primarily concerns the impact of the es-
tablishment of the EPPO. 

Once the EPPO is established, OLAF’s overall mandate will 
not change, but its operation will need to adapt to the existence 
of the EPPO in several ways. With the first-time creation of an 
EU-level body for criminal investigations and prosecutions, 
strong synergies need to be established between the EPPO and 
OLAF in order to allow both offices to perform their tasks in 
the most efficient and productive manner possible, thus ensur-
ing a swift and effective response to cases of suspected fraud 
in the entire EU.

By amending the OLAF Regulation to mirror the EPPO Regu-
lation, the Commission is pursuing its past strategy of rein-
forcing the fight against fraud affecting the Union’s budget 
through an integrated policy of criminal and administrative 
investigations.41

Secondly, the Commission will consider targeted changes to 
streamline OLAF’s investigative function, based on the most 
unambiguous findings of the evaluation. The Commission’s 
evaluation report identifies the following main priorities for 
assessment:42 coherent and more effective application of 
OLAF’s investigative tools, by considering the current refer-
ences to national law in the OLAF’s Regulation; the admis-
sibility of OLAF’s reports as evidence in national proceedings 
in the Member States; the duties to cooperate where necessary 
to ensure a coherent and effective framework at all stages of an 
investigation; the clarification of OLAF’s mandate and inves-
tigative tools in the VAT area; the better access to bank account 
information; and the conduct of coordination cases.

These future changes, both ambitious and pragmatic at the 
same time, will put into place a more coherent and overall 
stronger framework for the protection of the EU’s financial 
interests.

1 See in this respect recital 6 of Commission Decision of 28 April 1999 
establishing the European Anti-fraud Office (OLAF) (SEC(1999) 802), 
1999/352/EC, ECSC, Euratom, O.J. L 136, 31.5.1999, 20.
2 Regulation (EU, EURATOM) No 883/2013 of the European Parliament 
and of the Council of 11 September 2013 concerning investigations con-
ducted by the European Anti-Fraud Office (OLAF) and repealing Regula-
tion (EC) No 1073/1999 of the European Parliament and of the Council and 
Council Regulation (Euratom) No 1074/1999, O.J. L 248, 18.9.2013, 1. 
3 Report from the European Commission to the European Parliament and 
the Council, “Evaluation of the application of Regulation (EU, EURATOM) 
No 883/2013 of the European Parliament and of the Council of 11 Sep-
tember 2013 concerning investigations conducted by the European 
Anti-Fraud Office (OLAF) and repealing Regulation (EC) No 1073/1999 
of the European Parliament and of the Council and Council Regulation 
(Euratom) No 1074/1999”, COM(2017) 589 final, 2.10.2017. The report is 
available in the Internet under: http://eur-lex.europa.eu/legal-content/
EN/TXT/?uri=COM:2017:589:FIN (accessed 14 December 2017). For a sum-
mary, see also T. Wahl, (2017) eucrim, p. 100–101.
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other irregularities, O.J. L 292, 15.11.1996, 2, to which the OLAF Regulation 
makes a number of references.
21 For more details, see the Commission’s Staff Working Document, op. 

https://ec.europa.eu/anti-fraud/sites/antifraud/files/evaluation_of_the_application_regulation_883_en.pdf
https://ec.europa.eu/anti-fraud/sites/antifraud/files/evaluation_of_the_application_regulation_883_en.pdf
http://ec.europa.eu/smart-regulation/guidelines/toc_guide_en.htm
http://ec.europa.eu/smart-regulation/guidelines/toc_guide_en.htm
http://ec.europa.eu/smart-regulation/roadmaps/docs/2017_olaf_001_evaluation_of_regulation_883_2013_en.pdf
http://ec.europa.eu/smart-regulation/roadmaps/docs/2017_olaf_001_evaluation_of_regulation_883_2013_en.pdf
https://ec.europa.eu/anti-fraud/policy/olaf-regulation-evaluation/conference_en
https://ec.europa.eu/anti-fraud/policy/olaf-regulation-evaluation/conference_en
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No 904/2010 as regards measures to strengthen administrative coopera-
tion in the field of value added tax, COM(2017) 706 final, 30.11.2017.
36 The EUROFISC network was established by Council Regulation (EU) 
No 904/2010 of 7 October 2010 on administrative cooperation and combat-
ing fraud in the field of value added tax, O.J. L 268, 12.10.2010, 1. EUROFISC 
is a mechanism provided for Member States to enhance their administra-
tive cooperation in combating organised VAT fraud and especially carou-
sel fraud; it allows for quick and targeted sharing of information between 
all Member States on fraudulent activities.
37 Linked with OLAF’s role in the VAT area, but not exclusively, the evalu-
ation pointed out the need to assess the need for and possibility of better 
access to bank account information under appropriate conditions, which 
could be central to uncovering many cases of fraud or irregularity.
38 The Roadmap is available for feedback on <https://ec.europa.eu/

Learning Lessons 
Reflecting on Regulation 883/2013 through Comparative Analysis 

Koen Bovend’Eerdt*

I.  Introduction: Context of the Evaluation of Regulation 
883/2013

In 1999, the Commission established the European Anti-Fraud 
Office – OLAF – to give a deterrent answer to fraud, corrup-
tion, and other illegal activities detrimental to the financial in-
terests of the Union.1 OLAF’s primary instrument to provide 
such deterrence is its ability to conduct administrative inves-
tigations in the Union’s institutions, bodies, offices, and agen-
cies (during internal investigations) and in the Member States 
(during external investigations).2 Initially OLAF conducted its 
investigations under the overarching framework of Regula-
tions 1073/1999 and 1074/1999: the former covered the EC; 
the latter covered Euratom.3 After a number of evaluations 
(which identified a series of drawbacks),4 long negotiations, 
and three legislative proposals,5 Regulation 883/2013 repealed 
and replaced both Regulations and currently constitutes the 
umbrella under which OLAF carries out its investigations.6

The aim of Regulation 883/2013 was to repair a number of 
shortcomings found in the above-mentioned evaluations. The 
specific objectives of Regulation 883/2013 are the following: 
(i) to strengthen the protection of procedural guarantees and 
fundamental rights;7 (ii) to enhance the relationship and co-
operation between OLAF and the Member States, the Union’s 
institutions, bodies, offices, and agencies as well as between 

OLAF and third countries and international organisations;8 
(iii) to improve the efficiency, effectiveness, and accountabil-
ity of OLAF while simultaneously ensuring its independence;9 
and (iv) to reinforce existing governance structures.10

To achieve these objectives, Regulation 883/2013 implement-
ed several changes compared to the previous legal framework. 
In order to strengthen the legal position of persons concerned 
and witnesses, a number of procedural safeguards, such as 
the privilege against self-incrimination and the right to be as-
sisted by a person of choice, were incorporated.11 Regulation 
883/2013 also addressed the need that OLAF better cooperate 
with its partners at the EU, national, and international levels 
by providing for rules facilitating the exchange of informa-
tion,12 the establishment of anti-fraud coordination services 
(AFCOS) in the EU Member States,13 and the signing (and re-
vision) of administrative cooperation agreements.14 Efficiency 
and effectiveness were realized by including an obligation in-
cumbent on the Director-General of OLAF to devise more de-
tailed rules on investigation procedures,15 introducing criteria 
for the selection and opening of investigations16 as well as the 
consolidation and extension of OLAF’s investigative tools and 
powers.17 Lastly, the Regulation of 2013 sought to improve 
OLAF’s governance and control mechanisms by clarifying the 
monitoring role and function of OLAF’s supervisory commit-
tee,18 clearly circumscribing the Director-General’s mandate,19 

info/law/better-regulation/initiatives/ares-2017-5676334_en> (accessed 
14 December 2017).
39 The possible way forward for the OLAF legal framework was set out 
in the Commission’s evaluation report, and it is described mainly at point 5 
therein.
40 This assessment will also take into account the opinion of the OLAF 
Supervisory Committee, op. cit. (n. 5).
41 Communication from the Commission to the European Parliament, the 
Council, the European Economic and Social Committee and the Commit-
tee of the Regions, “On the protection of the financial interests of the 
European Union by criminal law and by administrative investigations − An 
integrated policy to safeguard taxpayers’ money”, COM(2011) 293 final, 
26.5.2011.
42 Point 5.3 of the Commission’s evaluation report, op. cit (n. 3).
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and by providing a political forum in which views between 
OLAF and the Union’s institutions on OLAF’s policies can be 
exchanged and discussed.20

To assess whether the shortcomings identified in the previ-
ous regulations were remedied and to ascertain the continuing 
relevance of OLAF’s current investigative framework – par-
ticularly in light of the rapidly evolving field of EU anti-fraud 
policy21 – Regulation 883/2013 obliges the Commission to 
carry out an evaluation of its application by October 2017.22 
The Evaluation Roadmap set the wheels in motion in late 2015 
and clarified the scope of the evaluation.23 The time period 
covered by the evaluation is 1 October 2013 until the end of 
2016. The output consists of a report from the Commission 
on the evaluation of Regulation 883/2013,24 supported by a 
Commission Staff Working Document25 and an opinion of the 
supervisory committee.26 An external consultancy company 
provided important input for these reports.27 One of the key 
evaluation criteria (in addition to the Commission’s standard 
criteria of efficiency, coherence, and relevance) featured in 
the evaluation is the effectiveness of Regulation 883/2013.28 
In particular, the evaluation assesses whether and, if so, how 
Regulation 883/2013 has contributed to the achievement of the 
aims of the Regulation in practice and repaired the shortcom-
ings identified.29 

As the evaluation has now drawn to a close, this article will 
focus on the evaluation’s key findings with regard to the ef-
fectiveness of Regulation 883/2013, paying particular atten-
tion to the interaction with national law, to the effectiveness of 
external, autonomous30 investigations, and to the exchange of 
information between OLAF and Member State authorities pri-
or to and during investigations. The evaluation devotes ample 
attention to these topics, as they will be an important compo-
nent of any proposal wishing to amend the current Regulation 
883/2013 or of a far-reaching overhaul of OLAF’s investigato-
ry framework.31 These topics are also the subject of academic 
interest, particularly – but certainly not only32 – in two com-
parative studies being carried out by an international group of 
researchers from a host of EU universities (headed by Utrecht 
University)33 under the Hercule III programme to promote ac-
tivities in the field of the protection of the financial interests of 
the European Union.34 As a result, this article further draws on 
the insights of both studies by reflecting on points that May be 
of use in the follow-up to the evaluation.  

Against this backdrop, the article proceeds as follows. First, it 
will discuss the evaluation’s key findings, especially the short-
comings identified in relation to the effectiveness of the conduct 
of investigations (section II.1). The crucial issue of the exchange 
of information between OLAF and Member State authorities 
will be discussed under section II.2. Second, this article touches 

on the findings of the mentioned two academic studies under the 
Hercule III programme with the aim of offering input on further 
efforts to improve OLAF’s investigative legal framework in the 
near future (section III). At the end, the article draws conclusions 
summarising the analysed results (section IV).

II.  Key Findings of the Evaluation

1.  Conducting Investigations

The extension of investigative tools and powers by Regulation 
883/2013 allows OLAF to deliver on its mandate with con-
crete results.35 OLAF’s annual reports demonstrate a clear up-
ward trend both in investigations opened and concluded and in 
recommendations issued.36 Notwithstanding the positive im-
pact of Regulation 883/2013 on OLAF’s investigative output, 
the evaluation reveals the limitations of the powers and tools 
available to OLAF. These limitations are largely due to the 
references to national law in OLAF’s legal framework: OLAF 
does not operate on the basis of an exhaustive EU code of 
procedure. Instead, for the scope, content, and enforceability 
of its powers, OLAF depends largely on national provisions.37

During on-the-spot inspections – one of OLAF’s crucial inves-
tigative powers – OLAF staff must act, subject to the Union 
law applicable, in compliance with the rules and practices of 
the Member States concerned.38 In conformity with national 
law, competent authorities of the Member States must give 
OLAF the necessary assistance to enforce such checks.39 Ref-
erences to national law are also prevalent in digital forensic 
operations. While OLAF is endowed with the power to gain 
access to digital data, such access is subject to the same condi-
tions as those for national administrative inspectors and must 
comply with national law.40

The dependency of OLAF’s powers and their enforceability on 
national law – in conjunction with persistent procedural dif-
ferences between these national laws – results in jurisdictional 
fragmentation of OLAF’s investigatory tools and competences 
during external investigations. Such fragmentation hampers 
the effectiveness of OLAF investigations, as it can delay inves-
tigations and be detrimental to their quality. Ultimately, such 
fragmentation also negatively affects OLAF’s ability to ensure 
equivalent protection of the Union’s financial interests.41 

2.  Exchange of information between OLAF  
and the Member States

As OLAF relies heavily on Member States when carrying out 
its investigations, the creation of Anti-Fraud Coordination 
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Services (hereinafter AFCOS) has proven to be a clear im-
provement with regard to the exchange of information and the 
strengthening of ties between OLAF and the Member States.42 
However, while Member States are obliged by Regulation 
883/2013 to establish an AFCOS,43 the regulation is silent 
on the structure, powers, and functioning of these AFCOS. 
The diversity of the services across Member States results in 
an uneven level of support, which can, in turn, inhibit coop-
eration and the exchange of information between OLAF and  
AFCOS.44 

With regard to the exchange of information between OLAF 
and other administrative and judicial authorities, the evalu-
ation points to more serious shortcomings in the current in-
vestigative framework. While administrative and judicial au-
thorities are under an obligation to exchange information with 
OLAF, they only have to do so within the limits provided for 
by national law.45 These references to national law, like the 
investigative powers and tools touched on above, result in a 
fragmented landscape in which there are great divergences be-
tween Member States that can impede the exchange of infor-
mation and the effective conduct of investigations.46

III.  Input on Further Efforts:  
Results and Recommendations of the Hercule III Studies

Is there a need to recalibrate and improve the OLAF legal 
framework for the (i) gathering and (ii) exchange of informa-
tion related to suspicions of irregularities or fraud affecting 
the EU’s financial interests? This question is the subject of 
analysis in two Hercule III projects (being) carried out by an 
international group of researchers under the lead of Utrecht 
University.47 In response to this question, the two projects 
compare the OLAF framework with the frameworks of three 
other European law enforcement authorities – Directorate-
General for Competition (DG COMP), the European Central 
Bank (ECB), and the European Securities and Markets Au-
thority (ESMA) – and their respective modes of interaction 
with six national legal orders. The studies are premised on the 
problematic position of OLAF in the gathering and exchange 
of information due to the jurisdictionally fragmented frame-
work of OLAF investigations.48 The findings of the evaluation 
of Regulation 883/2013 (see section II above) mirror the truth 
of this premise.

The studies show that, due to their design, all four authorities 
are integrated in – and to a certain extent dependent on – na-
tional legal systems. At the same time, however, European law 
enforcement authorities are, as a result of their Union-wide 
mandate, required to ensure a level European playing field. 
Divergent national laws can (and most likely will) thereby im-

pede the effectiveness of EU-authorities’ operations. Where an 
EU authority can act autonomously, i.e., where it can perform 
acts by itself based on Union law, that authority has the ad-
vantage of operating on a level European playing field, but 
only if the authority has been endowed with truly European 
powers. Autonomous action necessitates a great degree of both 
procedural and substantive harmonisation. A good example of 
an authority that can act autonomously is DG COMP under 
Regulation 1/2003. Article 20 of Regulation 1/2003, for in-
stance, grants the Commission the power to conduct all neces-
sary inspections of undertakings and associations of undertak-
ings.49 ESMA and ECB also have powers granted to them by 
EU law, which allows them to carry out inspections. A uniform 
and European legal framework defines these powers and their 
enforceability. While it also remains true that these authorities 
do not have coercive powers at their disposal to enforce their 
competences, they can impose fines in case of non-cooperation 
and/or ensure that national authorities are obliged to provide 
assistance in the enforcement of their powers.50 

The situation is radically different for OLAF. While OLAF is 
also vested with the power to conduct on-the-spot inspections, it 
is completely dependent on national law for both the scope and 
enforceability of this competence. For instance, in the Nether-
lands, no use can be made of criminal law powers to carry out 
on-the-spot inspections for administrative investigations which 
OLAF does. The sealing off of premises falls outside the scope 
of an on-the-spot inspection, and private dwellings May not 
be entered and/or searched.51 In contrast, the Italian means of 
cooperation with OLAF do allow the use of criminal powers; 
premises May be sealed off and private dwellings May be en-
tered and searched under certain conditions.52 Therefore, while 
OLAF’s powers have formally been drawn up in the guise of 
an EU regulation, the instruments OLAF uses do not work au-
tonomously and uniformly. The regulations indicate only that 
the information listed therein should in the end be made avail-
able to OLAF via powers laid down in national law.53 For this 
reason, OLAF’s legal framework is significantly different from 
those of other EU law enforcement authorities. The result can 
be “nothing other than a conflict between its mandate and the 
instruments necessary to execute it.”54 

The first study, on investigatory powers and safeguards, an-
swers the question as to whether OLAF’s legal framework re-
quires recalibration in the affirmative. It concludes that there 
are possible strategies to enhance OLAF’s legal framework for 
conducting investigations. One such strategy would be to de-
fine, in a regulation, a clear set of autonomous EU-level inves-
tigative powers, without thereby referring to national law. This 
would allow OLAF to conduct autonomous investigations in 
the territories of all the Member States without the drawback 
of jurisdictional fragmentation. To enforce its power, OLAF 



eucrim   4 / 2017  | 191

REFLECTInG on REGULATIon 883/2013 THRoUGH CoMPARATIVE AnALYSIS

could, like DG COMP, be granted the competence to impose 
fines in case of non-cooperation in order to ensure the effec-
tiveness of inspections and, ultimately, provide for better and 
equivalent protection of the Union’s financial interests.55 

References to national law are not only problematic when it 
comes to OLAF’s powers and their enforceability. OLAF’s 
framework for the exchange of information is plagued by 
similar troubles. Here we also find that OLAF is dependent 
on national law to obtain a strong information position. The 
research currently being conducted under the direction of 
Utrecht University aims to discover whether there is also a 
need to recalibrate OLAF’s framework for the exchange of in-
formation. Whether this leads to the same conclusions remains 
to be seen.

IV.  Conclusion

Regulation 883/2013 was adopted to step up the fight against 
fraud, corruption, and any other illegal activity affecting the 
financial interests of the Union.56 The Regulation intended to 
do so by correcting a number of shortcomings in its older le-

gal framework, which stemmed from the Office’s inception in 
1999. In particular, it aimed to make OLAF more effective 
by facilitating the exchange of information between OLAF 
and the Member States and by consolidating and extending 
OLAF’s investigative powers. An evaluation by the Commis-
sion intended to assess whether the shortcoming identified had 
been resolved by Regulation 883/2013. The evaluation con-
cluded that the changes introduced by Regulation 883/2013 al-
lowed OLAF to deliver concrete results in the protection of the 
Union’s financial interests. With regard to external investiga-
tions, however, the evaluation confirmed the well document-
ed57 effectiveness problems that emerge from the framework’s 
various references to national law, particularly in relation to 
the performance of investigations and the exchange of infor-
mation: OLAF’s dependence on national law results in juris-
dictional fragmentation of its investigations. These problems 
are not new to Regulation 883/2013 but date primarily back 
to OLAF’s creation in 1999. Should an overhaul of OLAF’s 
investigatory framework be considered in 2018, the academic 
studies conducted or currently (being) conducted under the 
umbrella of the Hercule III programme, which emphasise the 
need for a common Union-wide framework for external inves-
tigations, will surely provide useful points of reflection. 

*  The author also serves as national rapporteur for the Netherlands for 
the forthcoming Hercule III study entitled “Exchange of information with 
EU and national enforcement authorities: Improving OLAF’s legislative 
framework through a comparison with other EU authorities (ECN/ESMA/
ECB)”. See below.
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The New Frontier of PFI Investigations
The EPPo and Its Relationship with oLAF

Andrea Venegoni

I.  Introduction

On 20 November 2017, twenty days after its publication in the 
Official Journal of the European Union, Regulation 1939/2017 
establishing the European Public Prosecutor’s Office – com-
monly referred to as the EPPO – entered into force. It is the 
most advanced stage in the creation of a common criminal jus-
tice area in the EU, as the EPPO is a true prosecutor’s office 
for conducting criminal investigations. It is – from the outset 
– not a coordination office, like Eurojust, and it is not an of-
fice for administrative investigations, like OLAF, but indeed 
a criminal investigation and prosecution office. The field in 
which the EPPO is competent to conduct such investigations is 
precisely the protection of the Union’s financial interests,1 the 
so-called “PFI area.” It addresses specific offences concerning 
the revenue and expenditure of the Union’s budget, as defined 
in Directive 1371/2017 (the so-called PFI Directive).2 Once 
more, the PFI area proves to be the most important sector in 
EU law involved in the creation of a true area of European 
criminal justice.

To date, the establishment of the EPPO completes a devel-
opment, the start of which is traditionally seen in the ruling 
of the European Court of Justice in the 1989 “Greek Maize” 
case, when the Union’s criminal law was born and advanced. 
This always happened with a view to the creation of a common 
legal and judicial space. In all honesty, however, one cannot 
be completely enthusiastic about the approved version of the 
EPPO Regulation yet, because further steps could have been 
accomplished. This opinion will be made clearer in the fol-
lowing, when we will go through some of the most significant 
parts of the EPPO regulation: the EPPO’s powers and struc-
ture, the cross-border investigations and the relationships with 
the other existing bodies of the EU dealing with investigations 
and judicial cooperation, especially with OLAF.

II.  The EPPo: General View

1.  Powers and structure

At first, it should be recalled that the EPPO Regulation origi-
nates from a European Commission proposal of 17 July 2013.3 

When comparing the text of this Commission proposal and the 
final version of the regulation, several differences now become 
clearly apparent. One of the most striking, even symbolic, dif-
ference is that Art. 25 of the proposal explicitly proclaimed 
the establishment of a “single legal area” as the objective of 
the EPPO investigations. This provision genuinely envisaged 
the practical accomplishment of the concept of “common Eu-
ropean legal space.”

However, the above-mentioned article no longer appears in the 
final version of the regulation. In the negotiations, the Mem-
ber States agreed to rule it out, as they do not entirely share 
such an idea. It has also come to pass that not all EU Mem-
ber States have decided to join the new office. In line with 
Art. 86 TFEU, the EPPO has been approved with enhanced 
cooperation, which allows a closer cooperation on certain sub-
jects only among a limited number of Member States. To date, 
twenty Member States decided to join the EPPO on this basis. 
The United Kingdom, Ireland, and Denmark (which, accord-
ing to the Treaty, already enjoy a specific regime on criminal 
justice issues), but also Poland, Malta, Sweden, and Hungary 
are not taking part to it, in addition – at least and at present – to 
a founding State of the EEC, the Netherlands (although there 
might be some expectation that they will join at a later stage4). 
Twenty states, however, are still a significant number for es-
tablishing an office that will carry out criminal investigations 
in the field of the protection of the EU’s financial interests. 

The EPPO will consist of two layers: a central level and a de-
centralised one. The central office, based in Luxembourg, will 
comprise the European Chief Prosecutor and − unlike the 2013 
proposal − a college of twenty prosecutors: one for each partici-
pating Member State. However, so-called European Delegated 
Prosecutors will carry out investigations exclusively at the lo-
cal level. They are members of the national judiciary as regards 
their administrative status, but, when dealing with an “EPPO 
case,” they will operationally belong to the European office. 

2. Cross-border investigations

The critical point of the described entire structure of the EPPO 
is cross-border investigations. In principle, a common Euro-
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pean legal area, in the true sense of the word, requires the same 
procedural rules regardless of the state in which an investiga-
tion is carried out, especially once a single investigation office 
is set up. The EPPO Regulation, however, does not foresee 
any sort of European criminal procedural code. It is true that 
the 2013 proposal was also lacking such common rules, but 
it at least tried, in Art. 26, to provide for a unification of in-
vestigative measures, by establishing the conditions and pre 
requisites for their adoption at the European level.

The practical problem that arises concerns which law is ap-
plicable when European Delegated Prosecutor, conducting an 
investigation into allegations of crime that took place in the 
territory of his home country, needs to carry out some investi-
gative actions in another Member State. According to Art. 31 
of the EPPO Regulation the European Delegated Prosecutor 
who is handling the case “shall decide on the adoption of the 
necessary measure” and then “assign it to a European Delegat-
ed Prosecutor located in the Member State where the measure 
needs to be carried out.” The regulation does the split between 
the EPPO acting within one territorial area and national sov-
ereignty. On the one hand, the solution of the regulation is 
certainly more advanced than any cooperation instrument so 
far used, including the European Investigation Order.5 This is 
an example of language that truly represents the office’s unity 
beyond geographic barriers. On the other hand, the problem 
of the applicable law remains. In the absence of a common 
procedural law, the regulation seeks to achieve a difficult bal-
ance between lex fori and lex loci, tending to favour the latter 
(Art. 32) but without prejudice to the different level of guar-
antees that May be provided for in national legislation. The 
system is certainly not an expression of a common legal area, 
namely the “single legal area” mentioned in the Commission 
proposal of 2013. It leaves fully open the differences that na-
tional laws can engender regarding the adoption and execution 
of individual investigative measures. The contradiction of this 
system with the unity of the investigative office is, therefore, 
even greater.

The decision-making system within the investigation also 
seems rather complicated. The functioning of the “Permanent 
Chambers” mitigates the foreseeable disproportion of work-
load among the European Prosecutors at the central level, 
depending on the number of cases opened by the European 
Delegated Prosecutors. In principle, a Permanent Chamber 
could take a decision on a case involving a legal system whose 
European Prosecutor is not sitting in that chamber. In order 
to ensure proper knowledge of the legal system involved in 
the case, Art. 10 para. 9 of the EPPO Regulation stipulates the 
following: “In addition to the permanent Members, the Eu-
ropean Prosecutor who is supervising an investigation or a 
prosecution in accordance with Art. 12(1) shall participate in 

the deliberations of the Permanent Chamber.” In some cases, 
the European Delegated Prosecutor May also attend the Per-
manent Chamber’s meeting (without any right to vote). The 
compatibility of a sort of “collegial” decision-making system 
in a prosecutorial office with the requirements of efficiency 
and speediness in an ongoing criminal investigation remains 
to be seen; only practice will show how effective it is in coun-
teracting crimes that the EPPO must pursue. 

These few aspects already show the dilemma between starting 
with something imperfect, but still existing, or waiting for a 
text that fully corresponds to the ideal. Of course, even ten 
years ago − after failure of the 2004 European Constitutional 
Treaty following the referendums in France and the Nether-
lands in 2005 − the concrete establishment of the European 
Public Prosecutor’s Office appeared very difficult, despite 
the studies and analysis that preceded its inception, e.g. the 
“Corpus Iuris” project (1997–2000), directed by Prof. Mireille 
Delmas-Marty and, more recently, the project for the creation 
of EPPO “model rules” (2011–2012), directed by Prof. Kata-
lin Ligeti.6 Against this background, the approval of the Of-
fice’s founding regulation is certainly an important achieve-
ment for those who care about European integration and the 
creation of an authentic area of criminal justice in the Union. 
Nevertheless, regret remains that the Office was not set up in 
a more ambitious way, in full expression of the concept of a 
common legal area referred to above. This was not completely 
achieved, and some aspects of the future functioning of the 
EPPO, such as relations with national authorities, as well as 
with European bodies, especially Eurojust and OLAF, need to 
be verified in practice.

III.  Relationship with oLAF

The EPPO’s relationship with the other important body for 
the protection of the Union’s financial interests, OLAF, is a 
very interesting and sensitive issue. OLAF conducts admin-
istrative inquiries in the PFI area, including the possibility to 
transfer its investigation report and related evidence to the 
national judicial authorities for admission in criminal pro-
ceedings under the national legislations. The OLAF Regula-
tion stipulates that the OLAF report has the same value as the 
reports drawn up by the national administrative authorities in 
each national jurisdiction.7 OLAF is therefore a body – in-
deed the only body in the Union prior to the EPPO – which 
has the task of carrying out effective investigations in the 
area of the protection of the EU’s financial interests − albeit 
of an administrative nature. In this sense, it can be considered 
the true progenitor of the new office, despite the formulation 
of Art. 86 TFEU that envisages that the EPPO should be “es-
tablished from Eurojust”.
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From the time of drafting of the Commission proposal in 2013, 
the problem of relations between the two offices was analysed, 
in order to avoid the risk of having two bodies with overlap-
ping investigative powers in the same matter, although both 
operate on two different levels. Art. 101 of the EPPO Regula-
tion is the starting point for looking at the relationship between 
the two bodies; it establishes the general principle that no 
parallel administrative investigation led by OLAF be carried 
out when a criminal case at the EPPO is open. It also draws 
a line on the cooperation between the two offices in terms of 
exchanging information, in situations requiring assessment in 
relation to the concrete case, without excluding the possibility 
of parallel and simultaneous investigations.

Hence, the first, basic conclusion that can be drawn from the 
text of the EPPO Regulation is that OLAF will not disappear 
because of the EPPO’s establishment. Regarding OLAF’s role 
in the upcoming scenario, we have to keep in mind, however, 
that the final text of the regulation derives from the Commis-
sion proposal of 2013. In this proposal, the EPPO central level 
was smaller; no college of the prosecutors was foreseen but 
just a Chief Prosecutor and four prosecutors. The rest of the 
central office was composed of administrative and investiga-
tive staff. Indeed, under the proposal, the central department of 
the EPPO was empowered to carry out criminal investigations 
directly, albeit in specific, exceptional, and limited situations. 
In these cases, the plan was for the central office that the pros-
ecutors could avail themselves of the investigative experience 
of investigative staff, which was supposed to be transferred 
from OLAF. In this version, therefore, it was planned that 
OLAF substantially contributes to the EPPO by also supply-
ing part of its investigative staff for the limited cases in which 
the EPPO central office would be carrying out investigations 
personally in a single legal area.

The underlying provisions of the proposal supporting this 
idea were vastly modified in the final version of the Council. 
Regulation 2017/1939 does not provide any possibility for the 
EPPO central office to carry out investigations through Euro-
pean investigative staff. This might raise a number of ques-
tions as to OLAF’s future, considering that the EPPO will have 
the power to carry out criminal investigations in the same sub-
stantial matter. However, the existence and continuing role of 
OLAF (and also Eurojust) in relation to the EPPO is necessary 
for at least two reasons:

The first reason is purely geo-political. The establishment of 
the EPPO through the mechanism of enhanced cooperation 
implies non-adherence to the office of all the EU Member 
States as mentioned above. The EPPO will have to deal with 
three categories of States:
a) “EPPO States,” all belonging to the European Union;

b) “Non-EPPO states,” but still members of the European Un-
ion;

c) “Non-EPPO States” that are not members of the European 
Union8.

For investigations involving the second and third category of 
States where the EPPO cannot directly take actions in their ter-
ritories, the coordination and facilitation action by bodies such 
as OLAF (and Eurojust) will remain essential, as it is the case 
today, even though there is a diversity of legal frameworks that 
will distinguish relations with the last two categories of States.

The second reason is that OLAF has some specificities that 
will make it very much involved in the relationships with the 
EPPO, although Art. 86 TFEU only refers to Eurojust. They 
are, as already mentioned previously:
a) the field of action: both OLAF and the EPPO deal with of-

fences in the framework of the PFI area;
b) the powers: they both have effective investigative powers 

and not just coordination powers.

IV.  Conclusion

So far, OLAF was the only European investigative body in 
the PFI area. It is true that OLAF investigations are on the 
administrative, not criminal, side. Under Art. 11 of Regulation 
883/2013, however, an OLAF report (with evidence gathered 
during the enquiry) can be transferred to the judicial authori-
ties, and used in criminal proceedings. OLAF has so far also 
been the only European body that has the power tocarry out 
investigations into offences (affecting the Union’s financial 
interests) in a European common space and to let evidence 
circulating in the same common space. These two features 
bring OLAF much closer to the new European investigation 
and prosecution office than any other European body in the 
field of judicial cooperation.

The EPPO would do well to make use of the OLAF’s experi-
ence in the PFI field, within the scope of Art. 101 of the EPPO 
Regulation: as regards the exchange of information, OLAF 
can certainly provide added value in investigations to protect 
the Union’s financial interests.9 Today, OLAF already deals 
with several issues alongside the investigations in the PFI area. 
We recall the management of databases with information on 
fraud or the “financial follow-up” of cases, which involve not 
only the administrative investigations but also specifically the 
criminal ones that are carried out in the Member States.

In sum, the current legal framework still leaves a wide margin 
for the co-existence of the two bodies – a loyal and close coop-
eration between them is highly recommended. The future ahead 
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of us is thus very exciting. The coming years, during which the 
EPPO will be made operational, will be sure to reveal more 
about the new frontiers of the protection of the Union’s financial 
interests – a sector that deserves to be deeply analysed.

1 M. Scholten and M. Luchtman, Law Enforcement by EU Authorities: 
Implications for Political and Judicial accountability, 2017; A. Bernardi and 
D. Negri, Investigating European Fraud in the EU Member States, 2016.
2 A. Juszczak and E. Sason, “The Directive on the Fight against Fraud to 
the Union’s Financial Interests by Means of Criminal Law (PFI Directive)”, 
(2017) eucrim, 80.
3 Proposal for a Council Regulation on the establishment of the European 
Public Prosecutor’s Office, COM(2013) 534 final, 17.7.2013.
4 See the news section on EPPO, in this issue.
5 Cf. Directive 2014/41/EU of the European Parliament and of the Council 
of 3 April 2014 regarding the European Investigation Order in criminal mat-
ters, O.J. L 130, 1.5.2014, 1.
6 See K. Ligeti (ed.), Toward a prosecutor for the European Union. A com-
parative analysis, Volume I, Oxford et al., 2013.
7 See M. Simonato, “OLAF Investigations in a Multi-Level System. Legal 
Obstacles to Effective Enforcement”, (2016) eucrim, 136.
8 Commonly referred to as “third countries”.
9 See also: European Parliament, Policy Department for Budgetary Af-
fairs − Directorate General for Internal Policies of the Union, The future 
cooperation between OLAF and the European Public Prosecutor’s Office, 
June 2017.

OLAF at the Gates of Criminal Law

Petr Klement

I.  Introductory Remarks: oLAF and the Setting  
of the EPPo

There were certain periods in the past that brought expecta-
tions of change in the legal position and powers of OLAF 
(hereinafter also referred to as “the Office”) together with the 
entire layout of the system of protection of the Union’s finan-
cial interests. Since establishment of the Office, the expected 
changes seemed to be inextricably linked with the destiny of 
the European Public Prosecutor’s Office (the “EPPO”). The 
first proposals concerning the project of the European Pros-
ecutor1 were later rejected, however, and had no effect on 
functioning of OLAF.

Discussions affecting the future existence of the Office gave 
OLAF a strong motivation and the ambition to play a decisive 
role in designing the EPPO. The actual influence of the Office 
would not be diminished, even if OLAF were to be “just” ab-
sorbed by the EPPO2 and become one of its chambers.3 Art. 86 
TFEU envisaged, however, the establishment of the EPPO from 
Eurojust, and it became obvious that international judicial co-

operation and financial investigations were two different dis-
ciplines. In this context, OLAF, unlike Eurojust, disposed of 
a well trained staff, functioning administration, and technical 
background. The Office was particularly interested in build-
ing up the EPPO when model studies on a more authoritative 
European Prosecutor appeared.4 Later on the interest declined, 
when ideas about such a model were ultimately abandoned 
and it became clear that the EPPO would be designed in a de-
centralised manner. In addition, it appeared that OLAF was to 
further exist as a separate body, was not to investigate into the 
same facts (unless requested by the EPPO), that it would focus 
on the investigation of administrative irregularities, and that it 
would only assist and support the EPPO. This co-existence is 
referred hereinafter as the “complementarity model”.5

Apparently overlapping competences of the future EPPO and 
OLAF gave even rise to opinions that OLAF might not be 
needed anymore6 or that it would be possible to significantly 
reduce its staff, budget, and capacity. But, if we look into the 
problem a little more closely, we inevitably come to the op-
posite conclusion.

Andrea Venegoni
Magistrate of the Italian Supreme Court
Former Policy Officer at OLAF, Unit D1 “Policy 
Development“
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II.  oLAF’s raison d’être

After the adoption of Regulation 2017/1939 (“the EPPO Reg-
ulation”),7 the EPPO will mainly deal with investigations of 
carrousel fraud/missing trader fraud/VAT fraud involving €10 
million and above as well as criminal offences infringing the fi-
nancial interests of the EU above €10,000 according to Art. 22 
of the EPPO Regulation. OLAF will retain its competence 
to investigate irregularities and acts on suspicions of fraud, 
corruption, or any other illegal activity affecting the financial 
interests of the EU. The Commission is counting on OLAF 
− especially as regards investigations into VAT fraud8 − not 
to mention the recent adoption of the “PIF Directive”,9 which 
broadened the criminal law competence for the protection of 
the EU’s financial interests and expanded the scope of OLAF 
investigations to cover VAT. Of course, OLAF will keep its 
exclusive powers in the field of internal investigations10 and 
continue to proceed with coordinating the actions of the Mem-
ber States’ authorities in so-called “coordination cases.”11 The 
Office will still join national administrative investigations 
opened on its request and take part in so-called mixed inspec-
tions.12 All these actions have remained and will stay in place 
in the course of administrative proceedings, because only a 
small percentage of OLAF’s agenda concerns clearly crimi-
nal cases or, in other words, only a very small percentage of 
OLAF investigations are followed up by criminal proceedings 
in the Member States. 

In addition to the existing powers and corresponding compe-
tences, however, OLAF will be obliged to broadly assist the 
EPPO in preparatory steps for investigations of criminal of-
fences. The Office will also assist the EU institutions, bodies, 
offices, and agencies with the preliminary evaluation of suspi-
cions of offences to be reported to the EPPO. OLAF (together 
with Eurojust and Europol) will be obliged to actively support 
the investigations and prosecutions of the EPPO, which in turn 
will supply OLAF with information on cases falling outside 
the competence of the EPPO but in which an administrative 
follow-up or recovery would be desirable. This solution − to 
refer a case to OLAF after its dismissal by the EPPO13 − May 
become particularly popular at the EPPO in order to show that 
the EU authorities did not completely abandon the case (and 
the rights or interests of the damaged party).14 

III.  Challenges Ahead

1.  Challenges from the complementarity model

Notwithstanding, the established complementarity model (see 
above) will entail several problems and challenges. It will be 
particularly demanding on the exchange of information and 

on the compatibility of the case management systems of both 
OLAF and the EPPO. The necessity of the information ex-
change also requires building secure lines between Brussels 
and Luxembourg, as it will have to run electronically and 
remotely. The same holds true for cooperation and coordina-
tion of work in the EPPO, OLAF, and EUROPOL triangle.15 
It should be noted that the entire system of protection of the 
financial interests of the EU needs a certain extent of authorita-
tive coordination and supervision.16

The aim of the complementarity model is to avoid duplication 
of work. Indeed, OLAF shall not open any parallel administra-
tive investigation into the same facts17 if the EPPO is already 
conducting a criminal investigation. It May also be derived 
from the EPPO Regulation that OLAF should even discon-
tinue its already initiated investigation if such another exists. 
The key points are, however, the time needed for assessment 
before concluding that a particular case falls within the com-
petence of the EPPO and the nature of both administrative and 
criminal investigations.

In the new architecture of protection of the financial interests 
of the EU, OLAF will continue to analyse and assess informa-
tion coming from various sources (including from the EPPO) 
in order to determine whether there is a founded suspicion of 
occurrence of irregularities or more serious facts. If the pre-
liminary information leads to the opening of an administra-
tive investigation, the national authorities and other subjects 
are usually asked for their cooperation and further informa-
tion and evidence. Their assistance as well as gathering other 
evidence in the administrative investigation in order to deter-
mine whether elements of crime exist and, therefore, whether 
the case falls within the competence of the EPPO May take 
considerable time. In the majority of cases, the time needed 
for assessment before transferring the case to the EPPO May 
be equal to the time currently needed for investigation before 
the final report is sent to national authorities.18 Moreover, the 
EPPO Regulation does not contain provisions on resolution of 
conflicts of competence between the two offices in situations 
in which either both of them wish to investigate or both would 
like to refer a case to the other. While one can discern from 
the recitals and provisions of the EPPO Regulation that the 
opinion of the EPPO should prevail, the legislator has left this 
question open and subject to conclusion of a working agree-
ment between OLAF and the EPPO. 

Even more complex becomes the procedure if one looks at the 
way of transferring cases. Even after transferring of a case, the 
EPPO May request OLAF to provide information, analyses, 
expertise, and operational support in order to coordinate spe-
cific actions of the competent national administrative authori-
ties and EU bodies or to conduct an administrative investiga-
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tion.19 Therefore, a case May be opened by OLAF, followed 
by a period of administrative investigation in which elements 
of crime are determined and proven by the collected evidence; 
the case May then be transferred back to the EPPO, which will 
continue it in a criminal investigation. At the same time, the 
latter May task OLAF with launching its (now parallel) inves-
tigation into the same facts, because, e.g., a part of the inves-
tigation May concern a Member State not participating in the 
EPPO project. Hypothetically, after dismissal of such a case 
by the EPPO, it May formally come back to OLAF,20 even if, 
in reality, OLAF has never stopped dealing with the case.

Because of the duty to support the EPPO in multiple ways, 
OLAF will have to keep its force of current structures. It May 
even have to create a new unit specializing in information flow 
and “case flow” between the Office and the EPPO. OLAF will 
keep its full competence over cases in which damage to the 
financial interests of the EU is less than €10,00021 and it will 
also be fully operational in the Member States not participat-
ing in the EPPO project.22 From all the above-mentioned facts, 
the only possible conclusion is that OLAF’s workload will not 
remain the same but instead be even heavier than it is today. 
Lastly, together with the alleged agenda transfer from OLAF 
to the EPPO,23 transfer of some staff positions is also envis-
aged, but this administrative step May be reconsidered, espe-
cially after the system becomes fully operational.

2. Challenges from the different types of investigations

Another more serious point concerns the different nature of 
both types of investigations/proceedings in situations in which 
OLAF would be acting on request of the EPPO in the sense of 
Art. 101(3) of the EPPO Regulation. The EPPO will investi-
gate, prosecute, and bring to judgment offenders against the 
Union’s financial interests exclusively in the criminal proceed-
ings. No matter which structural unit of the EPPO requests 
OLAF to undertake an action (most probably the Permanent 
Chambers will request on behalf of the EPPO), the request 
itself will originate from the criminal proceedings and be for 
the purposes of collecting and giving evidence in criminal pro-
ceedings, including the criminal trial. Even if OLAF’s sub-
sequent investigation is “administrative” in nature, its clear 
purpose is collection of evidence for criminal proceedings 
on request of the prosecutor – one of the parties to criminal 
trial. OLAF investigations on request of the EPPO will be per-
formed within the strict regime of supervision and guarantees 
provided both by the EPPO Regulation24 and by national law. 

This situation May be particularly painful in those Member 
States in which the rights of the defence to take part in the pre-
trial investigation are strong, and the evidence May be later 

declared inadmissible by a court in the trial if such defence 
rights are not taken into account.25 

The Member States that decided not to participate in the EPPO 
project had various reasons for doing so − one of them being 
to keep complete control over their national criminal law juris-
diction. These Member States then could consider an interven-
tion of OLAF acting on request of the EPPO as bypassing the 
standards of mutual legal assistance in criminal matters and 
even as interfering with their sovereignty. 

But also OLAF’s involvement in the mechanisms of investiga-
tions within the participating states will pose problems. The 
national law enforcement authorities and the European Del-
egated Prosecutors will be bound by strict rules in criminal 
proceedings relating to fundamental rights and procedural 
guarantees. OLAF should not be allowed to avoid mechanisms 
of control and supervision within the regime of Art. 101 of 
the EPPO Regulation and to implement the investigation acts 
planned in the criminal proceedings under the cover of an ad-
ministrative investigation.26

The Permanent Chambers of the EPPO can hardly order pros-
ecution in a Member State if documents gathered by OLAF 
up to that point are not admissible evidence according to the 
procedural law in the given state. Furthermore, the evidence 
gathered as part of such investigations performed on the re-
quest of the EPPO could be subject to serious challenges based 
on lacking judicial control as well as on the lower level of 
procedural rights and guarantees compared to (20 different) 
national criminal proceedings. 

Another issue worth mentioning here are factual impacts on 
the proceedings. One of the reasons for the establishment of 
the EPPO was the inability (lack of expertise), incapacity (lack 
of resources), or reluctance (lack of will) of the national law 
enforcement authorities to proceed with criminal cases affect-
ing financial interests of the Union. In many situations, if this 
inability/incapacity/reluctance were to be in favour of national 
investigating authorities, the EPPO would desperately need a 
partner body that could step in if the national authorities can-
not or do not wish to proceed with individual investigative 
steps. The EPPO, as a prosecuting body, will need an effective, 
reliable investigator. Although the EPPO Regulation has sup-
plied one with OLAF, the Office is not equipped with updated 
status, powers, and policies.

IV.  needed Solutions

Against this backdrop and in order to become an effective 
partner providing admissible evidence to the EPPO, OLAF 
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not only needs to raise its standards of guarantees, control, 
and supervision, but its powers should also be levelled up to 
correspond to current threats in the field of financial fraud 
and to the future further involvement of OLAF in VAT fraud 
investigations. Easy access to banking accounts and to da-
tabases facilitating the exchange of information and inter-
national cooperation should be a standard if the EU institu-
tions as well as the OLAF Supervisory Committee wish the 
Office to act effectively within the due process of law and 
the 12-month time limit set for its investigations. Any exten-
sion of powers, however, should always go hand in hand with 
strengthened control over the empowered body, especially if 
the evidence gathered serve to prove guilt or innocence in 
criminal trials and thereby change the destinies of legal enti-
ties and individuals.

In order to avoid challenges stemming from the different na-
ture of both types of proceedings, the acts OLAF performs at 
the request of the EPPO should be considered actions of the 
EPPO itself, and, as such, they should be subject to judicial 
control by national judicial authorities and to review by the 
European Court of Justice.27 In order to enhance the admis-
sibility of evidence, the procedural guarantees and standards 
set for the EPPO’s actions should apply equally to OLAF act-
ing within the regime of Art. 101 of the EPPO Regulation.28 
OLAF can only benefit from self-reflection if it is based on 
judicial decisions controlling its individual actions. It gives 
the Office a chance to shift away from practices that were 
challenged by the persons concerned and defendants at the 
national courts and the Court of Justice of the EU in the past 
and from doubts raised as to its independence and respect for 
fundamental rights and guarantees. 

Lastly, even if OLAF is supposed to act independently from 
the Commission, the lack of legal personality and organisa-
tional dependence on the Commission has always cast a shad-
ow on the perception of OLAF’s independence, and the Office 
has always had to defend itself against allegations of being the 
“armed hand of the Commission.” It is a fact that OLAF per-
forms its investigations fully independent of the Commission 
and is, in fact, more independent than some satellite bodies 
that are not part of the Commission.29 In order to dispel last-
ing doubts about the influence of the Commission on OLAF’s 
work, the Office should be given a legal personality that would 
also raise its direct accountability and facilitate judicial review 
of OLAF investigations. 

V.  Conclusion

The new legislation concerning the establishment of the EPPO 
has brought OLAF closer to the gates of criminal proceedings 
than ever by making the Office “the right hand” of the Euro-
pean Prosecutor. However, questions as to OLAF’s powers, 
supervision, judicial review, and procedural guarantees re-
main open. The EPPO deserves a strong partner with equal 
standards in order to avoid the drawbacks of different types of 
proceedings and levels of procedural guarantees, which could 
ultimately be reflected in decisions of the constitutional courts 
of the Member States. OLAF has already become a partner 
of the EPPO that is supposed to collect evidence for the pur-
pose of criminal proceedings and criminal trials and, as such, 
should not be forced to act “under the cover” of an administra-
tive investigation. Instead, it should finally get a well-deserved 
official invitation to enter through the gate. 
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