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ABSTRACT 

This article presents the principal results of a comparative study
carried out  as part  of  the AFRADE project.  Co-funded by the EU
Anti-Fraud Programme,  it  examined fraud in  shared-management
funds  of  the  common  agricultural  policy  (CAP).  The  article  ad‐
dresses three main  areas:  a)  the  payment  mechanisms for  CAP
funds; b) the most recurrent fraud schemes and criminal offenses;
and c) the most effective tools for information exchange activities
that  could  optimise  the  reporting  and  detection  of  CAP  fraud
among national and supranational bodies involved in both criminal
and  administrative  investigations.  The  authors  highlight  two  key
issues arising from the study: the methodological and procedural
approach  to  the  subject  matter  and  the  use  of  administrative
instead of criminal measures.
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I.  Introduction

This article presents the results of a comparative research study, which was carried out in the context of the

AFRADE project co-funded by the EU Anti-Fraud Programme (EUAFP) and the University of Pisa.1 It involved

Italy, Poland, Bulgaria, Slovakia, and Romania. The project aimed at providing insights to help improve

analytical methods for detecting fraud and irregularities concerning funds in Europe’s common agricultural

policy (CAP).

AFRADE’s outline followed three stages, each corresponding to a key area of investigation, namely: CAP

payment mechanisms, criminal patterns, and inter-authority information exchange strategies. These topics

were respectively addressed in three dedicated focus groups. The project involved five legal experts from

each country: Dr. Claudia Cantisani (IT), Prof. Celina Nowak (PL); Prof. Minko Georgiev (BU); Prof. Libor Klimek

(SK); and Dr. Monica Mihaela Tudor (RO). They prepared a report on their national legal system concerning

the payment mechanisms for CAP funds, the most common fraud schemes/offences, and the detection and

reporting of agricultural frauds. The findings in each national report were then discussed at the project's final

conference. In addition, the research team used these findings to develop common guidelines for the

detection and reporting of agricultural fraud.

The study was initiated because the European legal framework sets rules for reporting irregularities and

suspected frauds but lacks uniformity in risk indicator assessment.2 This in turn leads to varied evaluation

methods across Member States that impede cooperation between national and supranational investigative

bodies.3

The fragmentation among national legal systems in detecting and reporting fraud is due, in particular, to

inconsistent definitions of offenses as well as administrative irregularities across EU Member States.4 It is

also due to the complexity of fraudulent schemes in the CAP sector. Furthermore, data on the rates of fraud

are ambiguous, as they rely on investigative authorities’ capabilities in detecting not just fraud per se but also

other linked activities, such as corruption and conflicts of interest; the detection of fraud and irregularities

also often depends on transparency and efficient information exchange between authorities.5 In addition,

public authorities involved in the payments’ mechanisms (paying agencies) often operate in opaque environ‐

ments – a circumstance that reinforces the need to simplify administrative procedures.

The research project addressed these issues and suggested two key strategies:

Enhancing inductive methodologies for fraud risk analysis, focusing on case-based strategies rather

than on the legal discipline of each offence;

Increasing the integration of IT systems, and improving data accessibility and interoperability.

Before these key strategies are explained in more detail (IV. below), the article will first describe the CAP

paying system (including the role of paying agencies) and the concrete functioning of control activities (II.)

and then present the broader comparative results concerning CAP fraud schemes (III.).

II.  The CAP Funding System

CAP funding is basically made up of two main segments: the European Agricultural Guarantee Fund (EAGF)

and the European Fund for Rural Development (EAFRD).6 Payments deriving from both funds are managed at

the national level by each EU country. To protect the Union’s financial interests in this sector, Member States

are required to set up a management and control system for payments that complies with EU rules.

• 

• 
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Moreover, they must ensure that this system functions effectively and is able to prevent, detect, and correct

irregularities. Last but not least, Member States are required to use IT systems to collect and report

performance data on expenditure under the CAP strategic plans.7

1.  National paying agencies

Accredited national paying agencies and coordinating bodies8 are the public entities entrusted with ensuring

the eligibility of all fund applications and the correct execution of payments to beneficiaries of CAP funds.

Since they are required to provide sufficient guarantees that a claim is authorised for payment, they must

undertake sufficient checks to ensure compliance with EU rules. Moreover, they must correctly and fully

record the payments and submit the requested documentation to the European Anti-Fraud Office (OLAF).9

Paying agencies allocate each specific kind of fund on the basis of different requirements, depending on the

type of intervention. It is important to clarify that all direct payments are granted only to active farmers. The

relevant definitions, e.g., ”active farmer”, ”agricultural activity”, “agricultural area”, “eligible hectare”, “young

farmer”, and “new farmer”, are provided by each national CAP Strategic Plan10 in accordance with the frame‐

work given by EU legislation.11 In practice, this means that these definitions may differ among Member

States.12

The application for funding is highly digitalised, which simplifies both the application process and the

verification of the farmer’s declarations. For area-based measures and measures implemented within the

framework of CAP strategic plans, in particular, the application must be submitted using the geospatial

application form provided by the competent authority.13 Furthermore, the declarations must be verified

through the area monitoring system (AMS).14 This system is used to observe, track, and assess agricultural

activities and practices on agricultural land, making use of information provided by the Sentinel satellites of

the European Copernicus programme, supplemented by European Geostationary Navigation Overlay Service

(EGNOS) and Galileo automatically processed data.15

2.  Means of detection and reporting 

According to Art. 72 of Regulation 2021/2116, paying agencies shall annually conduct administrative checks

on aid applications and payment claims to ensure their legality and regularity.16 These checks are carried out

on all applications for direct payments through the Integrated Administration and Control System (IACS),17

which exchanges and cross-references certified information with other databases.

On-the-spot checks are conducted on only a sample of applications. According to Regulation 2021/2116,

they may be executed remotely with the use of technology.18 On-the-spot checks usually involve a physical

visit to the farm in order to verify the accuracy of the declarations before the full aid amount is paid.

Ex-post checks, however, apply only to those measures that require the commitments be maintained after

the full amount has been paid. These checks are conducted on a sample of applications and may also

include a visit to the farm.19

A key role in the context of controls of applications is played by the Land Parcel Identification System (LPIS).

A geographic information system established and periodically updated by Member States on the basis of

aerial or spatial orthophotos,20 LPIS makes it possible to geolocalise, visualise, and spatially integrate the

constituent data of the Integrated Administration and Control System (IACS) at the agricultural parcel level.

In this way, it enables paying agencies to determine the land’s use and maximum eligible areas under the

various Union aid schemes.
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III.  CAP Fraud Schemes 

As far as CAP fraud schemes are concerned, the study highlighted that each EU Member State (which was

part of the study) more or less incorporated three main types of fraud (outlined in the PIF Directive) in its

legal system:21 falsity, non-disclosure, and misapplication of funds.22 These types of fraudulent conduct can

be divided into the following two groups:

Undue receipt of funds, mainly based on false declarations or falsification of documents as well as on

the non-disclosure of obligatory information;

Distorted use of funds, mainly based on the misapplication of purposes the funds were granted for.

While the first type of offence requires treacherous conduct to obtain EU funds, the second type concerns

legally obtained funds that are successively used for purposes other than those they were originally planned

for.

The analysis revealed the following problematic issues: First, a large number of legal provisions in some

countries may be ineffective, because judges struggle with establishing the elements of crimes. This is often

the case in the context of misapplication of funds. Second, national legal orders include several similar

provisions, as a tendency towards overlapping exists; this causes delays in the definitive application of

sanctions and leads to risks of infringing the ne bis in idem principle.23 Third, criminal sanctions can only be

imposed if there is strong evidence that the crime occurred; however, fraud often follows very complex

patterns, especially in the CAP sector, that depend on several factors related to the type of funds, territory,

national payment mechanisms, and eligibility conditions, all of which make proving the crime difficult.24

The study found that administrative measures, such as recovering misallocated funds or excluding benefi‐

ciaries from further payments, may offer a more efficient solution than criminal sanctions. Indeed, measures

like pecuniary administrative sanctions or disciplinary actions can enable authorities to intervene in the

payment process earlier and are more effective in curbing fraud. They could also better target corporate

compliance strategies, as companies often play a central role in fraudulent activities.

Indeed, the study’s ability to identify and develop more effective solutions for preventing CAP fraud largely

depends on its focus on corporate activities and the most common fraudulent strategies employed by cross-

border criminal organisations. For this reason, it also included a brief analysis of the most common criminal

patterns, which can be summarized as follows.

Common criminal patterns

To understand the structure of fraudulent offences in the CAP sector, it is important to consider that aid

requirements have a significant influence on fraud patterns. The study found, in fact, that they represent a

key element in understanding the mechanisms of CAP fraud. Given the historical development of the EU’s

common agricultural policy, the content of the aid requirements has changed over time,25 with significant im‐

pact on fraudulent strategies. For example, the latest CAP reforms relate the disbursement of funds to the

accomplishment of sustainability requirements (according to the conditionality principle) instead of

production rates (i.e., quantitative thresholds of agricultural production).26 Making the disbursement of funds

dependent on the achievement of productive results makes it more difficult to resort to fraudulent strategies,

because production results, in terms of agricultural yields, are quantifiable data and more easily verifiable.

But, declarations of compliance with sustainability requirements call for assessments, the control of which is

increasingly problematic.

• 

• 
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It has been shown that the most common criminal patterns related to CAP shared-management funds (i.e.,

funds that are implemented and managed by the European Commission and the EU Member States togeth‐

er) are falsification or alteration of the conditions requested for disbursement of agricultural funds (e.g.,

false declarations regarding the farmers’ land or the farmers’ personal circumstances).27 For example, ap‐

plicants requesting direct payments may request aid for plots of land they are not entitled to, due to false

agreements, or they may artificially create conditions for receiving aid and financial support. Indirect

payments, such as rural development funds, may encourage applicants to submit false invoices or falsely

declare equipment as new, even though it is not. This can involve manipulated information and

misrepresentations regarding compliance with the financing conditions.28 Violations and falsifications may

involve eligibility criteria for receiving advance payments, submitting aid requests, or accessing support

schemes. Furthermore, beneficiaries may breach procurement rules, seek reimbursement for inflated costs

or non-existent transactions, or even request reimbursement for costs already covered elsewhere. Notably,

this last type of fraud is common in cross-border corporate crime, often carried out by organised criminal

groups that establish shell companies at the same address, each with its own bank account tied to the same

financial institution.

IV.  Proposals for Improving CAP Fraud Prevention and
Detection

A first key point raised by our study is the need to shift the focus from legal harmonisation to a more

practical, case-by-case strategy in order to develop more effective ways of combating agri-frauds. Legal

discipline will always differ from one country to another, as each Member State is free to choose how to deal

with the criminalisation obligations imposed on it to protect the EU's financial interests. Fraud patterns,

however, tend to display recurrent elements.29 In practice, this means that they tend to be predictable to a

certain extent, which makes it possible to formulate common risk assessment criteria. Consequently, a key

point in the development of effective protection of the EU's financial interests is to improve the inductive

methodology used to analyse the risks of CAP fraud.30 Practically, this means, for example, focusing on re‐

current elements of frauds as a starting point for the development of common guidelines for fraud detection.

A second key aspect emerged is the improvement of the information exchange activity and, more generally,

the use of IT tools. As our study demonstrates, the early detection of fraud depends to a large extent on the

quality of the information exchange systems adopted at the national and supranational levels as well as on

the timeliness with which information-exchange is implemented. Depending on the Member State, digital

strategies have already proven effective domestically, especially in the case of direct payments. As

illustrated above (section II.1), paying agencies use IT tools to quickly check applications for CAP funding. In

addition, the use of such tools enables agencies to exchange data easily with other administrations and

public entities, allowing for smooth cross-checking. At the cross-border level, however, much remains to be

done. A starting point might be to increase the use of ARACHNE, a risk scoring and data mining/enrichment

tool developed by the European Commission,31 and to simultaneously make it more efficient and effective.

Its universal use could prove decisive for the EU-wide effective prevention end: early detection of fraud.

Indeed, when several countries are involved, it is crucial to rely on a data mining tool to identify red flags

when processing data from more than one EU Member State.32

At the time being, many Member States already use ARACHNE.33 However, it is still perceived as the least

effective detection tool, especially when compared to other approaches, such as on-the-spot checks and

audits, internal fraud reporting mechanisms, and fraud risk assessments of applicants and/or beneficiaries.

This perception is largely corroborated by the fact that managing authorities face difficulties in collecting

data (excessive administrative burden, also related to the multiplication of IT systems), accuracy issues
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(high number of false positives), and legal barriers (for instance, national data protection laws).34 In addition,

data interoperability among ARACHNE, the Irregularity Management System (IMS), and EDES (Early

Detection and Exclusion System)35 as well as OLAF’s and other national databases should be further de‐

veloped.

To properly address these points, the introduction of a distinct EU regulation in this field seems necessary.

Only a broader application of ARACHNE and a consistent increase in the available data can ensure the

system’s proper functioning, in turn reducing the shortcomings in the accuracy of the results. This would

require a specific legal duty to make the use of ARACHNE compulsoryand clear, binding rules on data

interoperability among EU and national databases.36 Moreover, such a regulation should also provide for the

extension of the use of EDES to the area of shared management funds, as this would greatly contribute to

the early exclusion of unreliable entities from accessing EU funds.37 Finally, well-defined rules would also be

essential to ensuring full compliance with criminal procedural guarantees and with principles governing the

use of artificial intelligence.38

“AFRADE” stands for “Agricultural Frauds Detection: towards a more effective risk analysis and a stronger cooperation between Member States

tackling frauds in European agricultural subsidies”. It was submitted under the Call EUAF-2021-TRAI-04. The project was led by Professor Antonio

Vallini, University of Pisa.↩

See European Court of Auditors, “The Commission’s response to fraud in the Common Agricultural Policy – Time to dig deeper”, Special Report

14/22 of 4 July 2022; see also: European Court of Auditors, “Fighting EU-Fraud: Action Needed”, Special Report 01/2019; European Commission,

“34th Annual Report on the Protection of the European Union’s financial interests and the fight against fraud – 2022”, COM(2023) 464 final.↩

In particular, the Anti-Fraud Coordination Services (AFCOS), regulated in Art. 12a which was inserted into OLAF Regulation 883/2013 by Art. 1(13)

of Regulation (EU, Euratom) 2020/2223, OJ L 437, 28.12.2020, 49.↩

For the critical issues that arise from the lack of harmonisation at the legislative level, with special regard to criminal law, see A. De Lia, “Frode

nelle sovvenzioni pubbliche: una prospettiva comparata”, (2022) AmbienteDiritto.it, 1.↩

According to the latest annual reports of the European Public Prosecutor’s Office’s, the number of reported and investigated cases of fraud in Italy

is particularly high (“Annual Report 2021”, pp. 36-37; “Annual Report 2022”, pp. 36-37; “Annual Report 2023”, pp. 36-37). For statistical data on

percentages of reported fraud in the CAP sector in Italy, see also Comitato per la lotta contro le frodi nei confronti dell’Unione Europea (COLAF), 

Relazione Annuale 2023, vol. I, pp. 185 ff. However, the high percentages might be due to the improvement of detection mechanisms, rather the

increase in offences.↩

The two funds were instituted by Council Regulation (EC) 1290/2005 on the financing of the common agricultural policy, OJ L 209, 11.8.2005, 1;

the current legal framework for EAGF and EAFRD consists of: (1) Regulation (EU) 2021/2115 of the European Parliament and of the Council of 2

December 2021 establishing rules on support for strategic plans to be drawn up by Member States under the common agricultural policy (CAP

Strategic Plans) and financed by the European Agricultural Guarantee Fund (EAGF) and by the European Agricultural Fund for Rural Development

(EAFRD) and repealing Regulations (EU) No 1305/2013 and (EU) No 1307/2013, OJ L 435, 6.12.2021, 1, and (2) Regulation (EU) 2021/2116 of the

European Parliament and of the Council of 2 December 2021 on the financing, management and monitoring of the common agricultural policy

and repealing Regulation (EU) No 1306/2013, OJ L 435, 6.12.2021, 187.↩

See Art. 59 of Regulation (EU) 2021/2116., op. cit. (n. 6). See also: European Commission “Common agricultural policy funds”, <https://agricul‐

ture.ec.europa.eu/common-agricultural-policy/financing-cap/cap-funds_en>. All hyperlinks in this article were last accessed on 6 May 2025.↩

Designated by each Member State according to the detailed criteria laid down by the European Commission. For the definition of paying agencies

and coordinating bodies, see Art. 9 of Regulation 2021/2116, op. cit. (n. 6).↩

See further: European Commission “CAP paying agencies”, <https://agriculture.ec.europa.eu/common-agricultural-policy/financing-cap/cap-

paying-agencies_en>.↩

Art. 4 no. 1 of Regulation 2021/2115, op. cit. (n. 6).↩

See, in this context, Art. 4 no. 5 of Regulation 2021/2115, op. cit. (n. 6).↩

For the Italian case, see art. 3 of the Agricultural Minister Decree of 23 December 2022 n. 660087.↩

Art. 69 of Regulation (EU) 2021/2116.↩

Regulation 2021/2116 required Member States to establish the AMS; it had to be operational by 1 January 2023.↩

See further: European Commission, “CAP Area Monitoring Services”, <https://dataspace.copernicus.eu/ecosystem/services/cap-area-monitoring-

services>.↩

In accordance with Art. 59 (1)lit. a) of Regulation 2021/2116.↩

According to C. Arias Navarro, D. Vidojević, P. Zdruli, F. Yunta Mezquita, A. Jones, and P. Wojda, Integrated Administration and Control System

(IACS) implementation and LUCAS data integration feasibility in the Western Balkans, 2024, p. 4 (https://data.europa.eu/doi/10.2760/300751):

”IACS consists of a series of linked electronic databases and geographic information systems that shall be used for receiving and processing ap‐

plications↩

Art. 72, sentence 2 of Regulation 2021/2116, op. cit. (n. 6).↩

See, for example, Agenzia regionale per le erogazioni in agricoltura, “Controlli administrative e in loco”, <https://agrea.regione.emilia-romagna.it/

settori-di-intervento/sistema-dei-controlli-1/controlli-amministrativi-e-in-loco>.↩

Art. 68 of Regulation 2021/2116, op. cit. (n. 6).↩

1. 

2. 

3. 

4. 

5. 

6. 

7. 

8. 

9. 

10. 

11. 

12. 

13. 

14. 

15. 
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The study was based on the notion of fraud as defined in Art. 3(2) of Directive (EU) 2017/1371 of the European Parliament and of the Council of 5

July 2017 on the fight against fraud to the Union’s financial interests by means of criminal law, OJ L 198, 28.7.2017, 29. The study also took into

account the differentiation between fraud and irregularities that are purely administrative offences and defined in Art. 1(2) of Council Regulation

(EC, Euratom) No 2988/95 on the protection of the European Communities financial interests, OJ L 312, 23.12.1995, 1.↩

For a brief analysis of the Italian legal system, see G. Ardizzone, “Le frodi a danno dei Fondi Agricoli Europei tra ne bis in idem e proporzionalità”,

(2024) www.archiviopenale.it, 1. As regards the other legal systems included in the study: while the Bulgarian criminal code includes financial

embezzlement, document fraud, false information, illegal disbursement, and misuse of funds, the Polish legal order did not adopt the EU notion of

fraud.↩

Among several Italian references on the topic, see A De Lia, “Le Sezioni unite sul rapporto tra truffa e malversazione. L’interpretazione come ‘arma

letale’ per la tutela degli interessi comunitari”, (2017) Giust. Pen., 449; S.M. Scorcia, “Sulla struttura della malversazione a danno dello Stato: la

giurisprudenza fa dietrofront (ma non del tutto)”, (2023) www.archiviopenale.it, 1.↩

See, on this, N.-C. Surubaru, “European funds in Central and Eastern Europe: drivers of change or mere funding transfers? Evaluating the impact of

European aid on national and local development in Bulgaria and Romania”, (2021) 22(2) European Politics and Society, 203–221. The context-de‐

pendent analysis is also key to understanding the figures; see on this topic F.A. Roman, M.V. Achim, and R.W. Mcgee, “Fraud related to EU funds -

The case of Romania”, (2023) Journal of Financial Studies, 120.↩

See F. Sotte, “La politica agricola europea Storia e analisi”, (2023) Agriregionieuropa, 21.↩

For an overview of the latest developments in agricultural law, see L. Russo, “Il Diritto agrario fra innovazione e sostenibilità”, (2023) Riv. Dir. agr.,

464.↩

See, for example, A. Jurma and A. A. Constantinescu, “Typologies of EU Fraud. Study by the National Anticorruption Directorate, Romania” (2021) 

eucrim, 191; D. Sabev, O. Kopečný, M. Trošok, V. Kotecký, L. Máriás, P. Učeň, A. Rizea, and A. Calistru, Where does the EU money go? An analysis of

the implementation of CAP funds in Bulgaria, the Czech Republic, Poland, Slovakia and Romania, A Report commissioned by the Greens/EFA group

in the European Parliament February 2021 (<https://www.greens-efa.eu/files/assets/docs/eu_agricultural_funds_web_220221.pdf>); OLAF Super‐

visory Committee, Opinion No 1/2021 “OLAF’s recommendations not followed by the relevant authorities”, Ares(2021)993638 – 4.02.2021,

January 2021 (<https://supervisory-committee-olaf.europa.eu/system/files/2021-03/opinion_1_2021_-_recommendations_not_followed_-

_nc.pdf>)..↩

OLAF, “The OLAF report 2020”, p. 20; Jurma and Constantinescu, op. cit. n. (27), 192-193.↩

See supra, Section III.↩

Though not linked to CAP subsidies, some interesting studies apply inductive methodology in order to cope with fraudulent strategies: see S.

Ramos, J. A. Perez-Lopez, R. Abreu, and S. Nunes, “Impact of fraud in Europe: Causes and effects”, (2024) Helyion, 1.↩

This IT tool is available to Member States free of charge – and on a voluntary basis – in the areas covered by structural funds, such as the ESF

and the ERDF, see further: <https://employment-social-affairs.ec.europa.eu/policies-and-activities/funding/european-social-fund-plus-esf/what-

arachne_en?prefLang=el>.↩

J. Malan, I. Bosch Chen, M. Guasp Teschendorff, and E. Nacer, Identifying Patterns of Fraud with EU Funds under Shared Management – Similarities

and Differences between Member States, Study requested by the CONT Committee, January 2022, pp. 41-45.↩

In the 2014-2020 multiannual financial framework (MFF) programming period, 20 Member States already used ARACHNE and, in the current pro‐

gramming period , two more countries have started using the tool. The majority of managing authorities use ARACHNE in conjunction with other

domestic IT tools. This is the case, for example, for the Italian platform PIAF-IT; see further <https://www.affarieuropei.gov.it/it/attivita/lotta-alle-

frodi-allue/piaf-it/>.↩

See A. Nugent and A. Schwarcz , Instruments and Tools at EU Level and Developed at Member State Level to Prevent and Tackle Fraud – ARACHNE,

Briefing requested by the CONT committee, October 2022, pp. 2-3.↩

For EDES, see European Commission, “Early Detection and Exclusion System (EDES)" <https://commission.europa.eu/strategy-and-policy/eu-

budget/how-it-works/annual-lifecycle/implementation/anti-fraud-measures/edes_en>.↩

For the envisaged development of a single integrated and interoperable information and monitoring system, including a single data-mining and

risk-scoring tool, see now Recital 29 of Regulation (EU, Euratom) 2024/2509 of the European Parliament and of the Council of 23 September 2024

on the financial rules applicable to the general budget of the Union (recast).↩

Indeed, this could make it possible to have a database of fraud cases with details on the individuals involved and company names. See further:

Nugent and Schwarcz, op. cit. (n. 34), pp. 3-4.↩

As set out in the new European legal framework on the matter: Regulation (EU) 2024/1689 of the European Parliament and of the Council of 13

June 2024 laying down harmonised rules on artificial intelligence and amending Regulations (EC) No 300/2008, (EU) No 167/2013, (EU) No

168/2013, (EU) 2018/858, (EU) 2018/1139 and (EU) 2019/2144 and Directives 2014/90/EU, (EU) 2016/797 and (EU) 2020/1828 (Artificial

Intelligence Act), OJ L, 2024/1689, 12.7.2024.↩
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